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Introduction  
 

This document aims to specifically provide the followings: 

1. Review the existing laws and regulations related to e-banking services and to the scope of 

BSCôs operations in the Palestinian Territories. 

2. Define the ideal regulatory framework for the BSC and the needed PMA license class.  

3. Specify the exact needed laws, regulations and acts for the BSC to operate in Palestine. 
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I. Activities and deliverables 

 

a. Review of Existing laws and regulations related to e-banking services and to 

the scope of BSCôs operations in the Palestinian Territories. Conclusions and 

Recommendations for laws and regulations enabling the work of the BSC 

 

i. PMA Law No. (2) of the year 1997  

The Monetary Authority Law was passed in 1997 to secure ñthe soundness of banking workò, 

maintain ñmonetary stabilityò and encourage ñeconomic growthò. Although the three objectives 

mentioned above and pursued by the PMA follow international standards for monetary or central 

bank equivalent authorities; yet, also by international standards and in broad terms, the present 

law does not reflect sufficient clarity of purpose and precision of concepts.  

 

The text should reflect a better understanding of
1
: 

a. the concept of a modern central bank, its purpose, functions, responsibilities, scope of 

authority, accountability, relations with other branches of Government, particularly the 

Executive, and others; and  

b. the bank regulatory and supervisory responsibilities ordinarily exercised by a central 

bank, its role as lender of last resort and supplier of market liquidity and the instruments 

available for this function.  

c. It should also reflect a clearer distinction between policies, objectives and instruments as 

well as between registration, regulation and supervision of financial institutions. 

 

The Law only establishes at its Article 54 that PMA ñshall provide banks with services for 

settlements and repaymentsò. Moreover, PMA can mainly regulate and supervise the banking 

sector, as well as regulate the activity of the money exchange profession, financial companies, 

development and investment funds as well as issue, control and supervise the licenses pertaining 

thereto (Article 5). This may results into a serious limitation in PMAôs powers to monitor the 

payments sector where not only non-bank financial and non-financial entities are more and more 

involved, but also more articulated means than traditional (prudential) supervision are needed, 

commonly qualified under the autonomous function of ñoversightò. 

 

In terms of other electronic banking, payments, and banking services and other developments in 

this field; the law was silent and did not address these issues directly. However; the general 

provisions available in the text of the law may enable the PMA to take certain actions in these 

fields and regulate and organize and promote such developments.  It is well understood that the 

licensing, supervision or oversight of such non ï banking financial institutions and their activities 

will be different than banks and money exchangers. 

A draft Central Bank Law has been drafted in 2007 to replace this law but it has not been 

brought into effect yet. Several specific issues and topics that the PMA along with IMF experts 
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thought that need to be addressed in the new law in order to fill any gap or develop a 

comprehensive law were developed. The draft is now going under substantial developments and 

changes and is not ready yet. 

Conclusion: 

1- The PMA law did not directly address issues related to electronic banking and payment 

and settlement outside the PMA in clear or detailed provisions. 

2- The PMA law did not address the nature of financial institutions that it may license or the 

nature of its activities, the scope of oversight or supervision, nor issued any regulation on 

this regard. 

3- A new draft Central Bank Law is under preparation and discussion within the PMA and 

is aimed to be ready by the end of this year.  

 

ii.  Banking Law No. (9) for the year for 2010 

The new Banking Law No. (9) of  2010  came to fulfill several gaps that existed under the 

previous law of 2002. As this sector and industry is growing; there was an imminent need to 

keep pace with this growth and to organize, and supervise it with adequate tools available by 

legislation. The nature of services provided by the PMA were developing as well, which required 

legislative intervention to cover such developments.  

The law addressed very clearly the permitted and prohibited activities for the banks operating in 

Palestine, which within the proposed scope of work for the BSC includes the following:  

Article (13) the Permitted activities 

F: provide clearing and settlements, collection, money transfer, bonds, and payment instruments. 

H: Issue and manage payment tools, including credit and debit cards, all kind of cheques. 

P: Provide electronic banking services 

T: any other sub - activity of the abovementioned activities, or any other financial activity 

approved by the PMA, and does not contradict the provisions of this law. 

Article 14: Prohibited activities: 

A: Engaging in any transactions or activities of any kind that will result to the bank individually 

or collectively through agreements with other entities a dominant position in the monetary or 

financial or foreign currency markets in Palestine. 

Article 18: Investment in Equity rights 

1. No bank shall, individually or jointly with other party or more, possess property shares in 

another person or another project in the events mentioned hereunder, except after 

obtaining a prior written approval from the PMA: 
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a. If the value of shares or the total of exposure in the other person or the project is 

in excess of 10% of the bankôs capital. 

b. If the property proportion in the other person or the project is in excess of 10% of 

the subscribed shares. 

c. If the value of investment in the shares is in excess of 5% of the other person or 

the projectôs capital. 

2. The total investment values of the bank in equity shall not exceed 50% of its capital. 

3. It is required to obtain the prior approval of the PMA regarding any investment in shares 

that are not tradable in the stock markets according to instructions issued by the PMA. 

4. The Bank may acquire shares or invest in a joint venture or establish a subsidiary 

company in accordance to the conditions determined by the PMA in regulations. 

Article 19:  Outsourcing Agreements 

1- The PMA, shall set by instructions
2
, the conditions that permit any bank to enter into the 

outsourcing arrangements with any other service provider, pending that the bank shall lay 

down comprehensive policies for managing and supervising the outsourcing operations, 

the prior written approval from the PMA shall be obtained regarding any suggested 

arrangements for any outsourcing and for its renewal, extension or amendment. 

2- The board of directors of the bank shall be completely responsible for any activity carried 

out by the third party providing outsourcing services. 

Conclusion: 

1- Banking Law permitted banks to engage in conducting the activities within the 

scope of the company, without any detailed regulations on the subject matter. 

2- No specific regulations on electronic banking or payment instruments/tools were 

issued. 

3- Banking Law provided that PMA will issue regulations including the conditions 

that the banks should fulfill when they are to invest in a joint venture or establish 

a subsidiary company. Those are not issued yet; and thus may constitute an 

ambiguity towards conditions that PMA requires banks to adhere to.   

4- Banking law stipulated the maximum percentage for banksô shareholding in other 

legal entity (10%) any access amount shall be only with prior approval. If the 

company is composed from less than 10 banks which may be the case that needs 

prior approval. 

5- Investment in shares that are not tradable in the stock markets according to 

instructions issued by the PMA which are not issued yet, also requires a prior 

written approval. If the company is not a Public shareholding this shall apply. 
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6- Outsourcing is permitted pending prior approval and fulfillment of defined 

requirements and the extended responsibility of the boards of directors of the 

banks of the activities carried out by third party. The PMA has issued regulation 

No. 5/2010 providing details regarding outsourcing. 

7- When permitting banks or subsidiary companies to issue any payment instrument 

there shall be defined criteria that enables them to give or deny such licenses
3
 

which are not yet regulated. Those are usually concerned with capital adequacy, 

risk management, disclosureéetc. 

8- Any transactions or activities of any kind that will result to the bank individually 

or collectively through agreements with other entities a dominant position in the 

monetary or financial or foreign currency markets in Palestine is prohibited. Thus; 

if the BSC was not seen as a neutral player in the field its activities may be 

prohibited. 

 

iii.  Draft National Payment System Law for the year 2011:  

 

The draft payment system law was drafted as a short brief piece of legislation to cover any 

potential legal gap under this sector, and to set out basic rules related to the payment system 

transactions to ensure that such basic principles are well defined and adhered to. The main 

concern of central banks in this sector rather lies on the need to ensure stability of the financial 

system, which is confirmed by international standards. The law is drafted alongside the drafting 

of the electronic transaction law. Therefore; basic definitions related to e- transaction, e-

signature, recordséetc are identical to ensure harmony and to avoid any future contradiction. In 

addition the law defined the payment system, the electronic transfer of funds, and payment 

services, which are defined as all services that are related to sending and receiving or executing 

payment orders in any currency, this includes issuing and managing payments instruments and 

activities of the payment system. 

All international standards recommend a sound and predictable legal system. Since the major 

issues arising in the field of payments touch upon different areas of law, from contracts, torts, 

insolvency, up to consumer protection and competition, it is very often the case that a general 

statutory act is adopted to cover all these issues in a consistent way. This is also attributed to the 

central bank for all relevant regulatory powers. 

With the above considerations in mind and drawing from international best practice, and in the 

light of the emergency situation due to the imminent entry into operation of a national payments 

system (BURAQ) needing adequate legal protection, a Decree Law containing the main statutory 

provisions for the national payment system was drafted. 

The Law intends to address the main legal shortcomings in existing Palestinian legislation to 

permit a sound functioning of the national payment system. As a consequence, it covers all 

operators involved in payment services and addresses civil law issues related to both electronic 

                                                           
3
 Attached as an example Regulatory Conditions issued by The Egyptian Central Bank ï for banks who wish to 

engage in e- banking or payment instruments.  
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financial transfers and clearing and settlement of payments and securities transactions. The law 

provided that several matters will be further elaborated by PMA regulations. It establishes that 

all transfers, either partially or totally executed by electronic means, are binding to all legal 

effects and enforceable against third parties. 

The draft law and in order to implement the described new powers, stipulated that PMA shall 

give written approval before any payment service provider can execute such activity. This would 

both apply to entities already having a license as a bank or financial institution or other 

commercial operators so authorized according to this Decree Law, and new entities. In this 

second case, written approval from the PMA shall be obtained before any registration with the 

Ministry of National Economy is executed. In the second place, PMA shall monitor all these 

actors and their activities, including payment and securities systems providing the infrastructure 

for such services. To this end, PMA is expected to issue instructions containing basic rules on 

approval criteria and procedures
4
, and oversight methods and measures. Finally, since oversight 

also often requires actual intervention of the central bank as an operator in the market, reference 

is also made to PMA power to operate facilities (as BURAQ) and issue securities to be used as 

collateral for systems.   

Palestinian legal system does not contemplate any specific rule concerning finality of payment, 

recognition of netting schemes, or protection of systems against insolvency procedures. One of 

the major rules to be implemented on clearing and settlement concerns finality: in order to 

guarantee the workability of a netting system up to completion, a transfer order should be made 

irrevocable from a participant and final against any third party, from the moment defined by the 

rules of the system (when the order enters into the system according to its governing rules). 

While irrevocability can be imposed by rules internal to the system, all other aspects involving 

rights of third parties and insolvency need to be statutorily regulated. These also apply to 

collateral used for the working of the system.
5
  

The law gives to PMA the power to adopt all relevant secondary measures to regulate electronic 

payment instruments and means, covering issues such as error, fraud and network safety 

measures, as well as general terms and conditions to the benefit of the customers. 

 

Conclusion: 

1- The law is not yet approved nor published; it is in the Council of Ministers desk. 

2- No secondary regulation or other measures are drafted yet, despite the 

importance of several instructions that are mentioned therein and would be 

necessary to compliment the law and enable its proper enforcement. 

3- No specific requirements to banks or companies who wish to engage in such 

service are drafted yet. 

                                                           
4
Similar to what is mentioned in footnote 3 supra 

5
 These rules should supersede general rules on insolvency contained in the Banking Law and any other relevant 

law.  
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4- The law is in harmony with the electronic transaction law but no anticipated 

time limits for the endorsement by the President and issuance due to the political 

and legal status related to the enactment of new laws. 

5- The law did not mention any issue about dispute resolution ï a mechanism that 

may be preferably adopted in this domain, following international best practices. 

 

iv. Consumer Protection Law No (21) for the year 2005 

 

This law was enacted to protect and ensure the rights of consumers from any health hazards or 

inequity or economic losses, and assure the consumer right in obtaining goods and services in 

accordance with the mandatory technical regulations as set by the Palestinian Standards 

Institution, including providing goods and services for consumers without any exploitation and 

manipulation of prices, and also to ensure the swift function of economic transactions in 

accuracy between the provider and the consumer. 

The law specified the entities responsible for implementation of this law: the prime agency is 

Ministry of National Economy and the Palestinian Council for Consumer Protection in addition 

toall of the competent authorities in different governmental entities according to their 

competence such as ministries of finance, health and agriculture. This Law applies on 

Consumers, Consumer Associations, advertisers, and providers of goods and services. 

As for the regulatory framework governing consumer protection in the financial services in 

Palestine; it can be seen as incomplete and missing a number of legislative tools. Despite 

mentioning services in its provisions; it is noted that the law came vague as to its application 

over the services sector including inter alia the financial services that were not mentioned 

explicitly by any mean. However under this law, and in article (23) the Council was entrusted to 

review the reasonability and the fairness of the conditions in consumption contracts and model 

contracts ( templates), and to recommend to the Minister or the entity that issues it the removal 

of such conditions that may constitute prejudice against the consumer or to amend it. The 

Council of ministers shall issue the regulation with the criteria to what may considered as 

prejudice conditions, which is not issued yet. 

The payment card transactions are processed through a chain of connected parties. Under the 

scope of BSC work; the card issuer and the company as an acquirer will largely depend on model 

templates with the banks to issue cards. Terms and conditions in such contracts shall be ideally 

under the scrutiny of the board of the consumer council who shall review and assess such 

conditions.  

Article (26) also provisioned that based upon the recommendation of the Ministry, the Council of 

Ministers shall issue forth the regulations pertaining to the protection of consumers against the 

following:1. Trading of products by using modern technological techniques. Whether the 

services provided by the BSC qualify to be products under this article, and whether the Council 

will issue such regulations or not is not clear.  In ideal situation the Regulator will also propose 

such regulations or issue related instructions to set the general frame for relationship under such 
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contract
6
. The PMA have not yet regulated or issued any measure in this regard, and did not put 

any benchmark for companies or banks to abide to. 

Conclusion: 

1. The need to confirm, along with the provisions of the Banking law, that the banks are not 

through the BSC  engaging in transactions or activities of any kind that will result to the 

bank individually or collectively through agreements with other entities a dominant 

position in the monetary or financial or foreign currency markets in Palestine. 

2. The need to make sure that template contracts used by the Company or the banks in the 

field of e-electronic banking or e-payments are fair and reasonable to the consumers. 

 

Draft Electronic Transactions Law 

A draft electronic transaction law has been prepared mainly during the last two years; extensive 

discussion with all related stakeholders took place at a large scale. The law is based on the 

UNCITRAL model law for electronic transactions. Amongst its stated goals are to regulate and 

facilitate electronic transactions, providing legal infrastructure related to e-transaction and e-

signature, and promote electronic commerce locally and internationally. 

 

Chapter five of the law regulated the electronic transfer of funds. It indicated that such transfer is 

deemed acceptable as a mean of payment and that electronic payment may be conducted by an 

electronic cheque, e- payment cards, and any other tool approved by the PMA. 

The draft law stipulated that any financial institution conducting electronic transfer of funds shall 

abide to the PMA law, banking law and any other related laws, regulations or instructions, and 

shall take proper procedures to protect banking secrecy. The law briefly tackled the liability of 

the company and the client of the account, and stated that the PMA shall issue regulations related 

to electronic transfer of funds including accrediting payment instruments, and the procedures in 

case of an error, corrections, disclosure and any other issue related to electronic banking, 

including information that financial intuitions shall provide. 

 

The aim of the electronic transaction law is to provide a sufficient legal infrastructure that 

regulates such transactions, and recognize activities, procedures, documents and signatures that 

are viewed differently under common substantial laws and laws of evidence.  

It is true that the legal regime in the Palestinian territories is yet developed to cover and regulate 

such matters in a comprehensive way; yet and until proper laws are enacted and in force, other 

alternatives may be available.     

Establishing what is known as the Master Trading Contract amongst parties dealing with e-

banking is a very convenient interim mean to avoid or bypass what may be perceived as a legal 
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gap for e- banking e-transactions and e-commerce in Palestine. This is a written contract 

amongst parties of the transaction and includes main contractual terms and conditions, and 

thereafter all transactions dealings, contracts, related thereto are governed with its basic 

principles. 

There are two standpoints to look at this matter: 

A: When it is B2B relation which under article (51) of the commercial law No (12) of 1966, 

stated that commercial contracts shall not be subject to evidence rules set for civil contracts and 

may be proved by any mean. In addition, the evidence law No (4) of 2001 indicated that 

commercial books are a proof against the merchant. 

B: When it is a B2C relation which under the laws of the Mejalla  - the applied Ottoman civil 

code the freedom of contract is a basic notion, and accordingly any agreement to the rules of 

evidence (which are anyway not of the public order and may be agreed otherwise) incorporated 

in the contract shall be binding and valid.  

Conclusion: 

1. Electronic transaction law is yet a draft no anticipated time limits for the 

endorsement by the President and issuance. 

2. The law is in harmony with the electronic transaction in terms of detentions. 

3.  The law referred in many instances to the role of PMA in issuing proper 

regulations related to electronic payments. 

4. This legal gap of no infrastructure for e-commerce in general may be settled in 

other ways under the given legislative framework. 

 

Regulation No5/2010
7
 

Section 5/3 Outsourcing Operations 

This section is based on Article 5 from the PMA Law No (2) of 1997 which states on minimizing 

operational risks. The regulation is divided to four main sections: 

 

 

5/3/1 Definition:  

Outsourcing operations are the act of tasking a natural or juridical person to conduct certain 

assignments or operations on behalf of the bank, which are usually conducted by the bankôs 

internal departments. This definition includes outsourcing certain activities to the subsidiary or 
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sister companies. This does not include purchase, supply, construction contracts, or the 

agreements pertaining secondary non-banking services. 

5/3/2 Basis and Procedures to make a decision on outsourcing: 

The bank shall be committed with: 

1. Feasibility Study; entailing the benefits to the bank from such either by better quality 

services, or in terms of cost reduction, or decreasing risks, or other considerations. 

2. Clear internal policy based on the above study. 

3. Adoption of the BOD to the policy after reviewing all related studies. 

4. Apply to the PMA for approval annexed with BOD approval on the policy and studies, in 

addition to the draft contract with the company. 

5. Obtain PMA prior approval on any amendments to the contracts. 

5/3/3 Operation Risk Management: 

The outsourcing is not a transfer of the bankôs responsibilities in relation with the PMA to its 

clients to any other party. The board remains liable to all bankôs operations and its clearance 

from any risks and banks shall commit to: 

1. Take all necessary procedures and arrangements that comprehensive outsource risk 

management programme to address the outsourced activities, and ensure that the 

outsourcing shall not diminish its ability to fulfill its obligations towards the PMA and its 

customers. 

2. Conduct review from internal and external audit on these activities and issue reports to 

the board thereon. 

3. Conduct appropriate due diligence on related companies, including information 

confirming its ability on the implementing the outsourced activities, itôs expertise, good 

performance, and continue follow up on this regard. 

4. Put plans and arrangements to ensure the bank ability to provide immediate alternatives, 

and this is a basic condition to obtain PMA approval to contract; especially for activities 

that in case it crashed will cause harm to the clients, or to the bank reputation, or any 

other risk. 

5/3/5 Terms and Conditions 

Contracts shall abide to all related laws and regulations and shall include the following 

provisions: 

1- Commitment to banking secrecy. 

2- Company obligation to notify the bank on any circumstances that may affect its ability to 

perform. 
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3- The commitment of the company to put contingency plans and business continuity plans 

to ensure its ability to fulfill its obligations and provide copies thereof to the bank. 

4- Commitment to provide the bank upon request with any information on the activities 

implemented on behalf of the bank. 

5- Commitment not to assign or subcontract the outsourced activity. 

6- The right of the bank to terminate the contract in case of breach of the contract or 

exposing the bank risks, or if so requested by the PMA in accordance with its vested 

authorities by law. 

II.  Case Study: Visa Jordan Cards Services (VICS)
8
 

Visa Jordan Cards Services Company was established in Jordan since 1991, issuing Visa 

Cards and connecting all banks together on JONET its switch management subsidiary. It is 

offering a wide variety services to around 20 banks in Jordan whether partners or non 

partners banks.  

Specific Features  Illustration 

Type of company Private Shareholding Limited Liability Company 

Paid Capital 3.9 Million JOD 

Shareholders 10 ï composed of 9 Banks and Visa International ï 10% each 

Registration Ministry of Industry and Commerce ï financial services license 

Licensing No objection letter only from the Jordanian Central Bank 

Board of Directors 10 members representing each shareholder equally. 

The chairman has a casting vote. 

Services Offered 1. Switching services: Switch ATM between VJCS/JoNet 

member banks. 

2.  Switch POS transactions to VJCS/JoNet member banks and 

International Gateways.  

3. Interface with International Gateways.  

4. CMS: Card Management System for all type of Cards 

(Debit, Credit, Charge, Prepaid). 

5.  POS Acquiring Including POS/Terminal Management, 

Operating around 15,000 POS Terminals. 

6. Merchant Management. 

7.  Daily Clearing and Settlement with Merchant and Issuers-

Banks. 

                                                           
8
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8.  Call center 24/7 for VJCS/JONET Services Including 

Merchants and Member banks. 

9. ATM Driving Outsourcing services (No Field Services). 

10.  E-Commerce Acquiring. 

Relation with banks 1. Shareholders Agreements with shareholders. 

2. Shareholder banks are not obliged to outsource services 

from company. 

3. Non shareholders banks ï Customer /provider relationship 

based on written offers and bilateral agreements. 

Shareholding policy Open to other banks as long as they are registered banks with 

Jordan Central Bank. 

 

Supervision or 

Oversight from JCB 

None ï It regulates and supervise only the shareholders bank 

Specific instructions None ï General instructions related to payments -  

Clearing  & 

Settlement activities 

RTGS in Central Bank of Jordan does not include VJCS switching 

and POS transactions, no intervention in VJCSôs daily clearing and 

settlement operations, nevertheless; the company maintains a bank 

account in each of the client and partner banks. The company does 

its daily clearing and settlement for all related bankôs e-payments 

and settlement transactions at the end of each working day (except 

Fridays and Saturdays) and issues a net position statement of 

account to transfer the correspondent amounts to more than 20 bank 

accounts. 

Operating 

Regulations 

 

VJCS is fully compliant with ñVisa International Operating 

Regulationsò (VIOR) . Implementing VIOR as a Regulatory Source 

gives VJCS an advanced position in Payments Industry  

Dispute Settlement VJCS is fully compliant with ñVisa International Operating 

Regulations ï Dispute Settlementò, Implementing such ADR 

mechanisms lays a clear way to settle  

  

Visa International has consolidated five regional sets of operating regulations into one global set 

of Visa International Operating Regulations with expectations that their clients and other 

stakeholders will find the information easier to locate and understand.  

While the Visa International Operating Regulations govern their client financial institutions' use 

of the Visa payment system, it is believed that providing access to them will benefit all of the 

stakeholders. In order to protect the security of cardholders and the integrity of the Visa system, 

VISA International has omitted proprietary and competitive information, as well as certain 

details within the rules relating to the security of the Visa network. For example, in the merchant 
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rules, it has omitted floor limits by country code and processing codes that identify full track 

data, which could aid fraudsters.  

The Structure of Visa International Operating Regulations includes the following core principals 

Core Principle 1: Visa Operating Regulations Governance - Outlines the scope and application 

of the Visa International Operating Regulations, a Member's requirement to comply with the 

Operating Regulations, and general fines for non-compliance. 

 

Core Principle 2: Visa System Participation - Specifies minimum requirements for Members, 

Third Parties, and VisaNet Processors, including liability and indemnification provisions. 

 

Core Principle 3: The Visa License - Specifies various license, Copyright, and trademark 

provisions. 

 

Core Principle 4: The Visa Brand - Specifies Member requirements for reproduction of the 

Visa- Owned Marks, including Card production, promotions, sponsorships, and responsibilities 

for non-Card use of the Visa-Owned Marks. 

 

Core Principle 5: Visa Products and Services - Specifies both Issuer requirements and product 

information for participation in the Visa programs, and Acquirer requirements with respect to 

Acquirer- Merchant contracts, terminal requirements, electronic commerce, and participation in 

the Visa Global ATM Program. 

 

Core Principle 6: Visa Payment Acceptance - Specifies requirements for Merchants, including 

Transaction acceptance, special Merchant payment acceptance services and Transaction Receipt 

completion and processing. 

 

Core Principle 7: Transaction Processing - Specifies Member requirements for payment 

processing, including Authorization, Clearing, and Settlement. 

 

Core Principle 8: Risk Management - Specifies general security requirements, the rights and 

responsibilities of Visa and Members related to risk management and security, counterfeit losses, 

and the Visa risk management services. 

 

Core Principle 9: Dispute Resolution - Governs the Transaction Receipt retrieval process, a 

Member's attempts to resolve disputes, and the processes available to the Member if its 

resolution efforts are unsuccessful. These processes include Chargebacks, Representments, 

Arbitration, and Compliance. 

 

Core Principle 10: Pricing, Fees and Interchange - Specifies international fee types applicable 

to Members, Interchange Reimbursement Fee (IRF) categories, and procedures for collection, 

disbursement, and problem resolution. Detailed fee amounts and IRF rates and been moved to 

applicable pricing directories. 
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 Recommendations for an enabling regulatory framework needed for the expected BSC 

scope of business: 

 

ü PMA law or any draft central bank law shall be clear whether such companies are under 

the scope of the PMA or not, if they should be only licensed or by the PMA, the type and 

prerequisite of such licenses may be issued in regulation. If the PMA will supervise and 

regulate such entities or not, or if it only an oversight shall be clear in the law itself or in 

any secondary regulations or instructions. 

 

ü Several issues of the above-mentioned may be covered by the draft payment system law 

and the complimentary regulations thereto. Harmonization amongst those two laws is 

eminent. 

 

ü The Banking law having set the grounds for outsourcing and e-banking and other 

activities shall issue: 

a. Regulations related to bankôs incorporation of subsidiaries or investments in joint 
ventures. 

b. Specific regulations on electronic banking or payment instruments/tools were 

issued. 

 

ü   The need to proceed with the issuance of the National Payment System Law, and the 

need to initiate parallel to that with the preparation of the regulation needed thereto. 

a.  Most important are those related to licensing companies engaged in payment, 

b. Regulations related to e-banking. 

c. Regulations determining the accreditation of payment instrumentsé.etc. 

 

ü  The need to stress to the government at the time being, and ideally to the PLC the 

importance of issuing the e- transaction law, and other related enabling law, in order to 

provide for a proper legal infrastructure. IT infrastructure shall be also ready to the 

implementation of such transactions. 

 

ü The need to refer to model operating regulations and dispute settlement regulations as 

those of VISA International as international best practices already available and used by 

the companies in this sector. 
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ǦɆȹĀȀǪȮȱɍä ǦɆȥȀȎȶȱä çǠɆȲȶȞȲȱ ǦɆǣǠȩȀȱä ȔǣäɀȒȱä 

 îäǼȍâĀȰǝǠȅĀ ǦɆȹĀȀǪȮȱä ìɀȪȺȱ Ȝȥì 
 ýǠɆȩ ɂȲȝ āȀȎƫä āȂȭȀƫä ȬȺǤȱä ȸȵ ǠȍȀǵûɀȺǤȱä  çǠɆȲȶȞȱǠǣ ǦȪȲȞǪƫä ȀȕǠǺƫä æîäìɋ ǦȦɆȎǵ ãìǠǤȵ öǠǤǩǚǣ

 îäǼȍâĀ ǦɆȹĀƕȮȱɍä ǦɆȥȀȎƫäȰǝǠȅĀ Ȝȥì  ż ǦȍǠǹ ɎǤȪǪȆȵ ǠȞȅäĀ äîǠȊǪȹâ ǼȾȊǩ þà ȜȩɀǪƫä ȸȵ ƓȱäĀ ÛǦɆȹĀƕȮȱä ìɀȪȺȱ
 ƇǼȪǩ þǖȊǣ ǦǤȅǠȺȵ çǠȹǠɆǣ æǼȝǠȩ āȀȎƫä āȂȭȀƫä ȬȺǤȱä āǼȱ ȀȥäɀǪǩ þà ȬȱǾȭĀ ÛçɍǠȎǩɋä üǠƭ ż ýǼȪǪȱä Ȱș

ûɀȺǤȱä  îäìâ ȄȲƭ ǠȽǼȶǪȝâ Ɠȱä ǦȪȥȀƫä ǦɆǣǠȩȀȱä ȔǣäɀȒȱä ìäǼȝâ Ź ǼȪȥ ÛçǠɆȲȶȞȱä ȻǾƬ ȼǪȆȲƛ āȀȎƫä āȂȭȀƫä ȬȺǤȱä æ
 ǸɅîǠǪǣ æǼȪȞȺƫä28  ȀɅäƎȥ2..2  ýäȂȱɋûɀȺǤȱä Ǡŏ āȀȎƫä āȂȭȀƫä ȬȺǤȱä āǼȱ ǦȲǲȆƫä. 

ǦǶȦȎȱä     

19   ȼȵǼȪȵ 

19 ǦɆȹĀƕȮȱɍä ǦɆȥȀȎƫä çǠɆȲȶȞȱä ɍĀà: 

19 (1) ǦɆȹĀƕȮȱɍä ǦɆȥȀȎƫä çǠɆȲȶȞȱǠǣ ȤɅȀȞǪȱä   

20 (2)  ɀȎǵ ýȂȲǪȆǩ Ɠȱä åǠǤȅɉä üûɀȺǤȱä  ɂȲȝȌɆǹȀǩ ǦɆȹĀƕȮȱɍä ǦɆȥȀȎƫä çǠɆȲȶȞȱä ƇǼȪǪȱ   

20 (3)  üɀȎǵ ôĀȀȉûɀȺǤȱä  ɂȲȝȌɆǹȀǩ ǦɆȹĀƕȮȱɍä ǦɆȥȀȎƫä çǠɆȲȶȞȱä ƇǼȪǪȱ   

21  îäǼȍâȰǝǠȅĀ ǦɆȹĀƕȮȱä ìɀȪȺȱ Ȝȥì ǠɆȹǠǭ: 

21 (1)  ȤɅȀȞǪȱä   

22 (2)  üɀȎǵ ýȂȲǪȆǩ Ɠȱä åǠǤȅɉäûɀȺǤȱä  ɂȲȝȌɆǹȀǩ  îäǼȍɋȰǝǠȅĀ ǦɆȹĀƕȮȱä ìɀȪȺȱ Ȝȥì   

22 (3)  üɀȎǵ ôĀȀȉûɀȺǤȱä  ɂȲȝȌɆǹȀǩ  îäǼȍɋȰǝǠȅĀ ǦɆȹĀƕȮȱä ìɀȪȺȱ Ȝȥì   

22  îäǼȍâĀ ǦɆȹĀƕȮȱɍä ǦɆȥȀȎƫä çǠɆȲȶȞȱǠǣ ǦȪȲȞǪƫä çǠȹǠɆǤȱäȰǝǠȅĀ ǦɆȹĀƕȮȱä ìɀȪȺȱ Ȝȥì ǠǮȱǠǭ: 

23 Ǡőîäìɋ ǦɅìǠȉƕȅɋä ãìǠǤƫäĀ ǦɆȹĀƕȮȱɍä ǦɆȥȀȎƫä çǠɆȲȶȞȱä ȀȕǠƯ  ȴȩî ȨȥȀƫä1: 

1. ǦɆȹĀƕȮȱɍä üǠȎǩɋä çǠȮǤȉ Ǝȝ ȼǩǠȵǼǹ ƇǼȪǩ āǼȱ ȬȺǤȲȱ ǦɅìǠȉƕȅâ çǠɆȱɀǞȆȵ  ȴȩî ȨȥȀƫä2: 

11 üǠȎǩɋä çǠȮǤȉ Ǝȝ ȼǩǠȵǼǹ ɂȪȲǩ ǼȺȝ ȰɆȶȞȱä ɂȲȝ ȜȪǩ ǦɅìǠȉƕȅâ çǠɆȱɀǞȆȵ ǦɆȹĀƕȮȱɍä  ȴȩî ȨȥȀƫä3: 
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ǦɆȹĀȀǪȮȱɍä ǦɆȥȀȎȶȱä çǠɆȲȶȞȲȱ ǦɆǣǠȩȀȱä ȔǣäɀȒȱä 

 îäǼȍâĀȰǝǠȅĀ ǦɆȹĀȀǪȮȱä ìɀȪȺȱ Ȝȥì 

ǦȵǼȪȵ: 

               ÞɎȶȞȱ êǠȶȆȱä üǠƭ ż ǠȅɀȶȲȵ ǠȵǼȪǩ æƘǹɉä ǦȹĀɇä ż ǦɆȥȀȎƫä ǦȝǠȺȎȱä çǼȾȉûɀȺǤȱä  ÞäȀǱǚǣ
 ż ȜȅäĀ ȰȮȊǣ çǠɆȲȶȞȱä ȻǾȽ ȀȊǪȺǩ þà ȜȩɀǪƫä ȸȵĀ ǦɆȹĀƕȮȱɍä üǠȎǩɋä çǠȮǤȉ üɎǹ ȸȵ ǦɆȥȀȎƫä çǠɆȲȶȞȱä

ǦȲǤȪƫä æƕȦȱä  îäǼȍâ ƁǠȞȱä ǼȾȉ Ǡȶȭ ÛǦɆȥȀȎƫä ǦɆȺȪǪȱä üǠƭ ż ȀȶǪȆƫä îɀȖǪȱä Ȱș ż ǦȍǠǹȰǝǠȅĀ  ìɀȪȺȱ Ȝȥì
 ǦɆȹĀƕȮȱäElectronic Money ùäȀȕɉä ȤȲǪƯ ƙǣ ǠȶɆȥ çɎȵǠȞƫä ǦɅɀȆǪȱ ǦȲɆȅɀȭ. 

               îäǼȍâĀ ǦɆȹĀƕȮȱɍä ǦɆȥȀȎƫä çǠɆȲȶȞȱä ÞäȀǱâ ǢǵǠȎɅ Ǡƫ äȀȚȹĀȰǝǠȅĀ ȱä ìɀȪȺȱ Ȝȥì ȀȕǠƯ ȸȵ ǦɆȹĀƕȮ
 ǼɅǼǶǪȱäĀ ȀȕǠǺƫä ȻǾƬ ǦȦɆȎƩä æîäìɌȱ Ȅȅɉä ȜȑĀ ýȂȲǪȆɅ Ȁȵɉä þǚȥ ÛǦɅǼɆȲȪǪȱä ȀȕǠǺƫä ɂȲȝ ȔȪȥ ȀȎǪȪǩɍ æìǼȞǪȵ

 ɂȲȝ üɀȎƩä ȸȵ Ȭȱí ȼȵȂȲǪȆɅ ǠȵĀ Ǡŏ ǦȩɎȞȱä çäí çǠȾƨä ȤȲǪƯ çǠɆȱɀǞȆƫ ȨɆȩǼȱäȌɆǹȀǩ  āȂȭȀƫä ȬȺǤȱä ȸȵ
ǦȵïɎȱä çǠȹǠɆǤȱǠǣ ȼǩǠȥäɀȵĀ āȀȎƫä ȔǣäɀȒȱä ȻǾŏ ìîäɀȱä ɀǶȺȱä ɂȲȝ ȬȱíĀ. 

ɍĀà: ǦɆȹĀȀǪȮȱɍä ǦɆȥȀȎȶȱä çǠɆȲȶȞȱä 
(1) ǦɆȹĀȀǪȮȱɍä ǦɆȥȀȎȶȱä çǠɆȲȶȞȱǠǣ ȤɅȀȞǪȱä: 

 ƇǼȪǩ ǦɆȹĀƕȮȱɍä ǦɆȥȀȎƫä çǠɆȲȶȞȱǠǣ ǼȎȪɅûɀȺǤȱä  üɎǹ ȸȵ æȀȮǪǤƫä Āà ǦɅǼɆȲȪǪȱä ǦɆȥȀȎƫä çǠȵǼƪä
â üɀǹǼȱä ǦɆǵɎȍ ȀȎǪȪǩ ǦɆȹĀƕȮȱä üǠȎǩâ çǠȮǤȉ ǠȽìǼƠ Ɠȱä ǦɅɀȒȞȱä ôĀȀȊȱ ǠȪȥĀ ǠȾɆȥ ƙȭîǠȊƫä ɂȲȝ ǠȾɆȱ

ûɀȺǤȱäùǼŏ Ǡŏ ÞɎȶȞȱä üǠȎǩɋ ǦȲɆȅɀȭ ǦȮǤȊȱä ɂȲȝ ǾȥǠȺƫä Ǽǵà üɎǹ ȸȵ ȬȱíĀ Û:- 

(à) ǦȮǤȊȱä ɂȲȝ ǦɆȥȀȎȵ çǠȵǼǹ ƇǼȪǩ þĀì ȬȺǤȱä ǠȾɅìǘɅ Ɠȱä çǠȵǼƪä ȸȝ çǠȵɀȲȞȵ ǦǵǠǩâ. 

(å)  ùȀȞǪȱǠȭ æìĀǼƮ çǠȵǼǹ ɂȲȝ ÞɎȶȞȱä üɀȎǵ ǬɅǼƠĀ ȴőǠǣǠȆǵ æǼȍîàĀ ȴőɎȵǠȞȵ ɂȲȝ 

óĀȀȩ ɂȲȝ üɀȎƩä ǢȲȕĀ ȴőǠȹǠɆǣ.  

(é) üäɀȵɉä ȰɅɀƠ ȰǮȵ ǦɆȥȀȎȵ çǠɆȲȶȝ ǾɆȦȺǩ ÞɎȶȞȱä ǢȲȕ. 

 þǚȥ ȔǣäɀȒȱä ȻǾȽ óäȀȡɉĀûɀȺǤȱä  ǼȺǤȱǠǣ æìîäɀȱä çǠȵǼƪä ƇǼȪǪǣ ýɀȪǩ Ɠȱä(é)  çǠɆȲȶȝ ýǼȪǩ ǠȭɀȺǣ ƎǪȞǩ ȔȪȥ
Ȁȥäɀǩ ǢȲȖǪǩ ǦɆȹĀƕȮȱä ǦɆȥȀȎȵ  ȀȕǠǺƫä ȴɆɆȪǪȱ çäÞäȀǱâĀ çǠȅǠɆȅAssessing  ǠȾɆȲȝ ǦǣǠȩȀȱäĀ

Controlling ǠȾǪȞǣǠǪȵĀMonitoring ɂȲȝ ǠȒɅà Ǣƶ ȼȹà ɍâ ÛûɀȺǤȱä  ǦɅɉ ǦȦɆȎƩä æîäìɋä æǠȝäȀȵ
 ȸɅǼȺǤȱǠǣ æìîäɀȱä çǠɆȲȶȞȱä þǖȊǣ ȀȕǠƯ(à) Û(å).  

ɂȲɅ ǠȶɆȥ ǦɆȹĀȀǪȮȱɍä ǦɆȥȀȎȶȱä çǠɆȲȶȞȱä ǠɅäȂȵ ȰǮȶǪǩĀ: 

¶     Ȯȵâ üɀȍĀ þǠûɀȺǤȱä ǦɆȥȀȎƫä çǠȵǼƪä ƐȱǠȕĀ ƙȑƕȪƫäĀ ƙȝìɀƫä ÞɎȶȞȱä ȸȵ óȀȝà æǼȝǠȩ Ƃâ. 
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¶     æǼɅǼǱ ǦɆȥȀȎȵ çǠȵǼǹ ƇǼȪǩ. 

¶     ǠɆȱĀìĀ ǠɆȲƮ ǦǝȂǲǪȱä çǠɆȲȶȝ ïǠƱâ ȤɆȱǠȮǩĀ ûɀȺǤȱǠǣ ȰɆȢȊǪȱä ȤɆȱǠȮǩ ȐȦǹ. 

¶      Þäìà æÞǠȦȭ æìǠɅïûɀȺǤȱä.  

(2)  üɀȎǵ ýȂȲǪȆǩ ɂǪȱä åǠǤȅɉääûɀȺǤȱ  ɂȲȝȌɆǹȀǩ ǦɆȹĀȀǪȮȱɋä ǦɆȥȀȎȶȱä çǠɆȲȶȞȱä ȴɅǼȪǪȱ:  

(à)               āȀȎƫä āȂȭȀƫä ȬȺǤȱä ȸȵ ȴƬ ȌǹȀƫä Ƙȡ ǦɆȥȀȎƫä çǠȵǼƪä ɂȵǼȪȵ ȸȵ ɂȲǂä żȀȎƫä úɀȆȱä ǦɅǠƥ
 ǦɅìǠȵ öĀȀȥ ȼȱ ǼǱäɀǪɅ ɍ ȰȪǪȆȵ þǠɆȭ ȄɆȅǖǩ ż ǢȡȀǩ Ɠȱä çǠȾƨä Ȭȱí ż Ǡƞ çǠȵǼƪä ȻǾȽ ƇǼȪǪǣ

ǣ ȔȪȥ ǦɆȹĀƕȮȱɍä ǦɆȥȀȎƫä çǠɆȲȶȞȱä ƇǼȪǩ óȀȢVirtual bank. 

(å)               āǼȱ ǦɆȥǠȮȱä ȰǝǠȅɀȱä Ȁȥäɀǩ ȸȵ ȨȪǶǪȱäûɀȺǤȱä çǠɆȲȶȞȱä ȬȲǩ ȀȕǠǺƫ ǦȦɆȎƩä æîäìɌȱ. 

(é)               üɀȎƩ ǦȵïɎȱä ǦɆǣǠȩȀȱä ȔǣäɀȒȱä ȨɆǤȖǩûɀȺǤȱä  ɂȲȝȌɆǹȀǩ ƇǼȪǪȱ āȀȎƫä āȂȭȀƫä ȬȺǤȱä ȸȵ  ȬȲǩ
çǠɆȲȶȞȱä. 

(3)  üɀȎǵ ôĀȀȉûɀȺǤȱä  ɂȲȝȌɆǹȀǩ ǦɆȹĀȀǪȮȱɍä ǦɆȥȀȎȶȱä çǠɆȲȶȞȱä ȴɅǼȪǪȱ: 

(à)               ɂȲȝ ȌɆǹƕȱä ǴȺȵ ȀȎǪȪɅûɀȺǤȱä ǠȽǼǵĀ āȀȎƫä āȂȭȀƫä ȬȺǤȱä āǼȱ ǦȲǲȆƫä. 

(å)              ȸȵ ȰȮǣ ȼȵäȂǪȱä āǼƞ ȨȲȞǪǩ Ɠȱä ǦɆǣǠȩȀȱä ȔǣäɀȒȲȱ ǠɆȥɀǪȆȵ ȬȺǤȱä þɀȮɅ þà  üǠƫä ðàî ǦɅǠȦȭ îǠɆȞȵ
 ż ƙȲȅäȀƫä āǼȱ çǠȦɆșɀǪȱä ȂȭȀǩĀ çɎȶȞȱä ȂȭäȀȵ ż þïäɀǪȱäĀ çǠȎȎǺƫä ȸɅɀȮǩĀ óĀȀȪȱä ȤɆȺȎǩ ȄȅàĀ

ƅǠȶǪǝɋä ȂȭƕȱäĀ éîǠƪä. 

(é)               ǦɆȹĀƕȮȱɍä üǠȎǩɋä çǠȮǤȉ üɎǹ ȸȵ ȼǩǠȵǼǹ ƇǼȪǩ ȀȕǠƯ æîäìɋ ǦȦɆȎǵ ãìǠǤȵ ȬȺǤȱä ȜǤǪɅ þà
ȰȶǪȊǩ ƓȱäĀ  ǠȾǪȞǣǠǪȵĀ ǠȾɆȲȝ ǦǣǠȩȀȱäĀ ȀȕǠǺƫä ȴɆɆȪǩ ɂȲȝ( ȴȩî ȨȥȀƫä ǴȑɀɅ(1)  ǦɆȥȀȎƫä çǠɆȲȶȞȱä ȀȕǠƯ

Ǡőîäìɋ ǦɅìǠȉƕȅɋä ãìǠǤƫäĀ ǦɆȹĀƕȮȱɍä). 

(ì)               üɎǹ ȸȵ ǠȾǪɅìǖǪǣ ýɀȪɆȅ Ɠȱä çǠȵǼƪä ǦɆȝɀȹ ȌɆǹƕȱä ɂȲȝ üɀȎǶȲȱ ȼǤȲȕ āǼȱ ȬȺǤȱä ìǼƷ þà
çǠȮǤȊȱä. 

(ÿ)               çǠȮǤȊȱä Ǝȝ çǠȵǼƪä ƇǼȪǩ ÞäȀǱ ȸȵ ȼɆȲȝ ǦȞȩäɀȱä çǠɆȱɀǞȆƫä ȬȺǤȱä ìǼƷ þà( ȴȩî ȨȥȀƫä ǴȑɀɅ
(2) þǖȊȱä äǾȽ ż ȬȺǤȲȱ ǦɅìǠȉƕȅâ çǠɆȱɀǞȆȵ). 

(Ā)               çǠȮǤȊȱä Ǝȝ çǠȵǼƪä ɂȲȝ ȼȱɀȎǵ ÞäȀǱ ȸȵ ȰɆȶȞȱä ɂȲȝ ǦȞȩäɀȱä çǠɆȱɀǞȆƫä ȬȺǤȱä ìǼƷ þà
( ȴȩî ȨȥȀƫä ǴȑɀɅ(3)  çǠȮǤȉ Ǝȝ çǠȵǼǹ ɂȪȲǩ ǼȺȝ ȰɆȶȞȱä ɂȲȝ ȜȪǩ Ɠȱä ǦɅìǠȉƕȅɋä çǠɆȱɀǞȆƫä

ǦɆȹĀƕȮȱɍä üǠȎǩɋä). 
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(ï)               ǦǶȦȍ ɂȲȝ ɍĀà ǼȺǤȱǠǣ ìîäɀȲȱ ǠȪȥĀ ǦɆȹĀƕȮȱɍä ǦɆȥȀȎƫä çǠɆȲȶȞȱǠǣ ýǠɆȪȱǠǣ ȼȱ ȌǹȀƫä ȬȺǤȱä êǠȎȥâ
 üäWeb  ɂȲȝ ȼȱɀȎǵ ǼɆȦɅ Ǡƞ ȼǣ ǦȍǠƪäȌɆǹȀǩ ǩǠȵǼǹ ƇǼȪǪȱ üɀȎƩä ǸɅîǠǩĀ ȴȩîĀ çǠȮǤȊȱä Ǝȝ ȼ

 ÞǠƧà ȸȝ ǠȾɆȥ ȸȲȞƫä āȀȎƫä āȂȭȀƫä ȬȺǤȱä ǦǶȦȎǣ Ȝȩɀƫä äǾȽ Ȕǣî Ȝȵ ÛȼɆȲȝûɀȺǤȱä  ȸȵ ȬȱǾǣ ǠƬ ȌǹȀƫä
 üɎǹHypertext Links ȌɆǹƕȱä ǦǶȍ ȸȵ ÞɎȶȞȱä ȨȪǶǪɅ Ɠǵ. 

ǠɆȹǠǭ:  îäǼȍâȰǝǠȅĀ ǦɆȹĀȀǪȮȱä ìɀȪȺȱ Ȝȥì 

(1)  îäǼȍǚǣ ȤɅȀȞǪȱäȰǝǠȅĀ Ⱥȱ ȜȥìǦɆȹĀȀǪȮȱä ìɀȪ: 

               îäìƬâ üǄƗƪǐüƏƑƨĀ ǍǂǐƑǄ ǍǂƳ ƕǐǆĀîƗǀǁä ìĀƾǆǁ Ʋƺì:- 

  

(à)               ǦȹȂǺƫä ǦȶɆȪȱä çǠȩǠȖǤȱ ȬȺǤȱä îäǼȍâStored ï value cards  ǦɆȭǾȱä çǠȩǠȖǤȱǠȭSmart 

cardsȰȶƠ Ɠȱä çǠȩǠȖǤȱä ȻǾȽ ɂȲȝ ìɀȪȺȱä ȸȵ çäǼǵĀ ȸɅȂǺǪǣ êǠȶȆȱǠǣ ȬȱíĀ ÛǠȽƘȡ Āà Û  ǴǝäȀȉ
ȬȱǾǣ ǴȶȆǩ ǦȖȺȢư. 

(å)               ǦɆȹĀƕȮȱâ ǦɅǼȪȺȱ ȬȺǤȱä ǦǵǠǩâElectronic cash  ȔǝǠȅĀ ɂȲȝ ìɀȪȺȱä ȸȵ çäǼǵĀ ȸɅȂǺǪǣ
 ǦɆȹĀƕȮȱäElectronic device  ÛóȀȢȱä äǾƬ òǠǹ ǰȵǠȹƎǣ ȼȲɆȶƠ ȴǪɅ āǾȱä ɂȎǺȊȱä ǢȅǠƩä ȰǮȵ

ǣ æìĀǼƮ ȴɆȩ çäí çǠȝɀȥǼȵ ÞäȀǱɋ ìɀȪȺȱä ȻǾȽ ýǼǺǪȆǩĀ ǦȍǠƪä ǦɆȹĀƕȮȱɍä ȔǝǠȅɀȱä Ƃâ ǠȾȲɅɀǶǪ
ǦȲǣǠȪƫä ùäȀȕɉǠǣ[1]. 

 ýȂǪȲǩ þà ƙȞǪɅ ȔǣäɀȒȱä ȻǾȽ óäȀȡɉĀûɀȺǤȱä  ȰǝǠȅɀǣ ǦȖǤǩȀƫä ȀȕǠǺȶȲȱ ǦȦɆȎƩä æîäìɋǠǣ ǠȒɅàȜȥǼȱä 
ǠȾȺɆǣ ȸȵ ƓȱäĀ āȀǹɉä: 

(à              ) ȴȎƪä çǠȩǠȖǣ [2]Debit cards  ǦȺǝäì çǠǣǠȆǵ ɂȲȝ ǠȶȎǹ ǠȾȵäǼǺǪȅâ ȀȎǪȪɅĀ
ÞɎȶȞȲȱ. 

(å)              ɋä çǠȩǠȖǣ þǠȶǪǝCredit cards  ǦȺɅǼȵ çǠǣǠȆǵ ɂȲȝ ǠȶȎǹ ǠȾȵäǼǺǪȅâ ȴǪɅĀ
æîȀȪƫä ìĀǼǶȲȱ ǠȪȥĀ.  ȜɆǤȱä ôǠȪȺȱ ǦɆȥȀȖȱä çäǼǵɀȱä ýǼǺǪȆǩĀPoint of sale terminals 

 Ƃɇä ùȀȎȱä çɍßĀAutomatic teller machines  āȂǝǠǵ üǠȎǩɋ ȔǝǠȅɀȭ ǠȽƘȡĀ
ɆȹĀƕȮȱɋä üǠȎǩɋä ǦȮǤȊǣ þǠȶǪǝɋäĀ ȴȎƪä çǠȩǠȖǣǦ. 

(2)  üɀȎǵ ýȂȲǪȆǩ ɂǪȱä åǠǤȅɉäûɀȺǤȱä  ɂȲȝȌɆǹȀǩ  îäǼȍɋȰǝǠȅĀ ǦɆȹĀȀǪȮȱä ìɀȪȺȱ Ȝȥì: 

 Ȝȥì ǦȲɆȅɀȭ ýäǼǺǪȅɌȱ ǼȪȺȱä úäîĀà îäǼȍâ ǠȹɀȹǠȩ Ǡŏ ôɀȺƫä ǦȾƨä ɀȽ āȀȎƫä āȂȭȀƫä ȬȺǤȱä þà Ƃâ ȀȚȺȱǠǣ
 îäǼȍâ ǦɆȲȶȝ ȜȒơ ÛÞäȀǣâ æɀȩ ǠƬȰǝǠȅĀ ä ȬȺǤȱä ǦǣǠȩȀȱ ǦɆȹĀƕȮȱä ìɀȪȺȱ Ȝȥì ÞäȀǣâ æɀȩ ǠƬ ȄɆȱ ȼȹà ǦȍǠǹ āȀȎƫä āȂȭȀƫ

ȜǝǠǤȱä ȬȺǣĀ āƕȊƫä ȬȺǣ ȸȵ Ȱȭ ùȀȕ Ǡŏ ǨƢ Ɠȱä çǠȝɀȥǼƫä ǦȶɆȩ ǦɅɀȆǩ ǼȞǣ ɍâ. 

http://www.philadelphia.edu.jo/courses/accountancy/Files/Accountancy/123321.doc#_ftn1
http://www.philadelphia.edu.jo/courses/accountancy/Files/Accountancy/123321.doc#_ftn2
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(3)  üɀȎǵ ôĀȀȉûɀȺǤȱä  ɂȲȝȌɆǹȀǩ  îäǼȍɋȰǝǠȅĀ ǦɆȹĀȀǪȮȱä ìɀȪȺȱ Ȝȥì: 

(à)              ä āǼƞ ȨȲȞǪǩ Ɠȱä ǦɆǣǠȩȀȱä ȔǣäɀȒȲȱ ǠɆȥɀǪȆȵ ȬȺǤȱä þɀȮɅ þà üǠƫä ðàî ǦɅǠȦȭ îǠɆȞȵ ȸȵ ȰȮǣ ȼȵäȂǪȱ
 ż ƙȲȅäȀƫä āǼȱ çǠȦɆșɀǪȱä ȂȭȀǩĀ çɎȶȞȱä ȂȭäȀȵ ż þïäɀǪȱäĀ çǠȎȎǺƫä ȸɅɀȮǩĀ óĀȀȪȱä ȤɆȺȎǩ ȄȅàĀ

ƅǠȶǪǝɋä ȂȭƕȱäĀ éîǠƪä. 

(å)               îäǼȍâ ȀȕǠƯ æîäìɋ ǦȦɆȎǵ ãìǠǤȵ ȬȺǤȱä ȜǤǪɅ þàȰǝǠȅĀ ɆȎȦǩ ìǼƷ þàĀ ǦɆȹĀƕȮȱä ìɀȪȺȱ Ȝȥì Ɏ
 öäɀȹàȰǝǠȅĀ ȜȥǼȱä  ȻǾŏ ǦȩɎȞȱä çäí çǠȾƨä çǠɆȱɀǞȆȵ äǾȭĀ Ǡŏ ǦȪȲȞǪƫä ôĀȀȊȱäĀ ǠȽîäǼȍâ ż ǢȡȀɅ Ɠȱä

ȰɆȶȞȱäĀ ȬȺǤȱä çǠɆȱɀǞȆȵ ɂȲȝ ȰȶǪȊǩ ƓȱäĀ ìɀȪȺȱä. 

(é)               îäǼȍǚǣ ȼȱ ȌǹȀƫä ȬȺǤȱä êǠȎȥâȰǝǠȅĀ  üä ǦǶȦȍ ɂȲȝ ǦɆȹĀƕȮȱä ìɀȪȺȱ ȜȥìWeb  ȼǣ ǦȍǠƪä
ǵ ǼɆȦɅ Ǡƞ ɂȲȝ ȼȱɀȎȌɆǹȀǩ  āȂȭȀƫä ȬȺǤȱä ǦǶȦȎǣ Ȝȩɀƫä äǾȽ Ȕǣî Ȝȵ ÛȼɆȲȝ üɀȎƩä ǸɅîǠǩĀ ȴȩîĀ ȬȱǾǣ

 ÞǠƧà ȸȝ ǠȾɆȥ ȸȲȞƫä āȀȎƫäûɀȺǤȱä  üɎǹ ȸȵ ȬȱǾǣ ǠƬ ȌǹȀƫäHypertext Links  ȨȪǶǪɅ Ɠǵ
ȌɆǹƕȱä ǦǶȍ ȸȵ ÞɎȶȞȱä.  

(ì)               ɂȲȝ ȴȎƪä ɂȲȝ ȰɆȶȞȱä ǦȪȥäɀȵ ɂȲȝ üɀȎƩä ȴǪɅ þà ȼȱ ǠȾǶɆǪɅ Ɠȱä ǦȶɆȪȱǠǣ āîǠƨä ȼǣǠȆǵ ǼɆȍî
Ȭȱí ÞǠȪȱ ȬȺǤȱä ǠȽǠȑǠȪǪɅ Ɠȱä ǦȱɀȶȞȱäĀ ǠɆȹĀƕȮȱä ȬȺǤȱä. 

(ÿ)               îäǼȍâ ȀȎǪȪɅ þàȰǝǠȅĀ  ɂȲȝ ǠȶȎǹ ȬȺǤȱä ÞɎȶȞȱ ȔȪȥ āȀȎƫä ȼɆȺƨä ɂȲȝ ǦɆȹĀƕȮȱä ìɀȪȺȱ Ȝȥì
 ȀǱǚǣ êǠȶȆȱä ýǼȝ Ȝȵ āȀȎƫä ȼɆȺƨǠǣ ǦȺǝäǼȱä ǦɅîǠƨä ȴőǠǣǠȆǵ ǦȱìǠǤȵ çǠɆȲȶȝ Þäcurrency swap 

ýäǼǺǪȅɋä äǾȽ ȰǮȵ ǦǵǠǩâ óȀȢǣ.  

ǠǮȱǠǭ: ǦɆȹĀȀǪȮȱɍä ǦɆȥȀȎȶȱä çǠɆȲȶȞȱǠǣ ǦȪȲȞǪȶȱä çǠȹǠɆǤȱä 
 îäǼȍâĀȰǝǠȅĀ ǦɆȹĀȀǪȮȱä ìɀȪȺȱ Ȝȥì 

               ɂȲȝ ƙȞǪɅûɀȺǤȱä  ȸȵ ȀȾȉà ǦǭɎǭ ȻǠȎȩà Ǽȝɀȵ üɎǹ ǠȾȝǠȑĀà ȨɆȥɀǩ çǠɆȲȶȞȱä ȻǾȽ ǠɆȱǠǵ ðîǠƢ Ɠȱä
 ɂȲȝĀ ÛāȀȎƫä āȂȭȀƫä ȬȺǤȱä ȸȵ ýïɎȱä ȌɆǹƕȱä ɂȲȝ üɀȎǶȲȱ ýǼȪǪȱäĀ ȔǣäɀȒȱä ȻǾŏ ǠȾȡɎǣâ ǸɅîǠǩûɀȺǤȱä 
 ÞɎȶȞȲȱ ìɀȪȺȱä ǦǵǠǩâĀ ǦɆȹĀƕȮȱɍä ǦɆȥȀȎƫä çǠɆȲȶȞȱä þǖȊǣ ǦȵïɎȱä çǠȹǠɆǤȱǠǣ āȀȎƫä āȂȭȀƫä ȬȺǤȱä æǠȥäɀȵ

 ɂȲȝ ǦǣǠȩȀȱä ýɀȪǪȅ āǾȱä ɀǶȺȱä ɂȲȝ ǠɆȹĀƕȮȱäûɀȺǤȱä ȼǤȲȖǣ  ȸȵûɀȺǤȱä. 

( ȴȩî ȨȥȀȵ1) 

ǦɆȹĀȀǪȮȱɍä ǦɆȥȀȎȶȱä çǠɆȲȶȞȱä ȀȕǠǺȵ 

ǠȾǩîäìɋ ǦɅìǠȉȀǪȅɋä ãìǠǤȶȱäĀ 

ɍĀà: ǦɆȹĀȀǪȮȱɍä ǦɆȥȀȎȶȱä çǠɆȲȶȞȱä ȀȕǠǺȵ 
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 ȼȹà Ƃâ ǦɆȥȀȎƫä ǦǣǠȩȀȲȱ üïǠǣ ǦȺƨ çîǠȉà ǼȩĀ æìǼȞǪȵ ȀȕǠƯ ǦɆȹĀƕȮȱɍä ǦɆȥȀȎƫä çǠɆȲȶȞȱä ƇǼȪǩ ǢǵǠȎɅ
 ýǠɆȩ ɂȢǤȺɅûɀȺǤȱä  Ȝȑɀǣ ǠȾɆȲȝ ǦǣǠȩȀȱäĀ ǠȾȶɆɆȪǩ üɎǹ ȸȵ ȀȕǠǺƫä ȻǾȽ æîäìâ ǠƬ ǴɆǪǩ Ɠȱä çäÞäȀǱɋäĀ çǠȅǠɆȆȱä

 ðîǠȵ üɎǹ ǦȺǲȲȱä çîǼȍàĀ ǠȾǪȞǣǠǪȵĀ1998  ɀɅǠȵĀ2..1 ɂȲɅǠȵ ǨȲƽ ȀȕǠǺƫä ȻǾȽ æîäìɋ ãìǠǤȵ:-. 

ȀȕǠǺȶȱä öäɀȹà:  

(1)           ȰɆȢȊǪȱä ȀȕǠƯ. 

(2)           ǦȞȶȆȱä ȀȕǠƯ. 

(3)           ǦɆȹɀȹǠȩ ȀȕǠƯ. 

(4)           úɀȆȱä ȀȕǠƯĀ ǼǝǠȞȱä ȀȞȅĀ ǦȱɀɆȆȱäĀ þǠȶǪǝɋä ȀȕǠƯ Ȭȱí ȸȵĀ ÛāȀǹà ȀȕǠƯ. 

ȀȕǠǺƫä ȻǾƬ ȂǱɀȵ óȀȝ ɂȲɅ ǠȶɆȥĀ:  

(1)  ȰɆȢȊǪȱä ȀȕǠǺȵOperational risk 

Ȟȱä ïǠƱâ Āà ȴȚȺȱä ȴɆȶȎǩ ǦȵÞɎȵ ýǼȝ Āà ȴȚȺȲȱ żǠȮȱä ƙȵǖǪȱä ýǼȝ ȸȵ ȰɆȢȊǪȱä ȀȕǠƯ ǖȊȺǩ üǠȶȝà Āà Ȱȶ
ƂǠǪȱä ɀǶȺȱä ɂȲȝ ȬȱíĀ ÞɎȶȞȱä ȰǤȩ ȸȵ ýäǼǺǪȅɋä æÞǠȅâ ǦǲɆǪȹ äǾȭĀ ǦȹǠɆȎȱä:- 

(à) ȴȚȺȲȱ ɄȥǠȮȱä ȸɆȵǖǪȱä ýǼȝsecurity System:  

 ȴƬ ȌǹȀƫä Ƙȡ úäƕǹâ þǠȮȵâ ȸȝ ȀȕǠǺƫä ȻǾȽ ǖȊȺǩaccess Unauthorized  çǠǣǠȆǵ ȴȚȺȱ
ȶȞȱǠǣ ǦȍǠƪä çǠȵɀȲȞƫä ɂȲȝ ùȀȞǪȱä ùǼŏ ȬȺǤȱä Ûȼǣ ƙȲȵǠȞȱä ȸȵ Āä ȬȺǤȱä éîǠǹ ȸȵ Ȭȱí Ź Þäɀȅ ǠƬɎȢǪȅâĀ ÞɎ

úäƕǹɋä Ȭȱí ǦȩǠȝâĀ ȤȊȮȱ ǦɆȥǠȭ çäÞäȀǱâ Ȁȥäɀǩ ýȂȲǪȆɅ Ǡƞ. 

(å) ǦȹǠɆȎȱä üǠȶȝà Āà ȰȶȞȱä ïǠǲȹâ Āà ȴȚȺȱä ȴɆȶȎǩ ǦȵÞɎȵ ýǼȝ: 

 design, implementation, and maintenance Systems 

ýǼȝ Āà ȴȚȺȱä úǠȦǹâ ȸȵ ǖȊȺǩ ɂȽĀ   ǠőÞǠȦȭ( Þäìɍä ÞɂȖǣSlow- Down üǠǮƫä ȰɆǤȅ ɂȲȝ)  ǦȾǱäɀƫ
 éîǠǹ îìǠȎȵ ɂȲȝ ìǠȶǪȝɋä ìäï äíâ ǦȍǠǹĀ ȴȚȺȱä ǦȹǠɆȍĀ ȰȭǠȊƫä ȻǾȽ Ȱǵ ż ǦȝȀȆȱä ýǼȝĀ ƙȵǼǺǪȆƫä çǠǤȲȖǪȵ

ûɀȺǤȱä  ǦȵïɎȱä ǦɆȅǠȅɉä ǦɆȺǤȱä þǖȊǣ ƖȦȱä ȴȝǼȱä ƇǼȪǪȱOutsourcing.  

(é) ȱä ȰǤȩ ȸȵ ýäǼǺǪȅɋä æÞǠȅâÞɎȶȞ Customer misuse of services:  

 ǦɆǝǠȩɀȱä ƙȵǖǪȱä çäÞäȀǱǚǣ ÞɎȶȞȱä ǦȕǠǵâ ýǼȝ ǦǲɆǪȹ Ȭȱí ìȀɅĀSecurity precautions  Āà
 ýäǼǺǪȅǚǣ üäɀȵɉä ȰɆȆȡ çǠɆȲȶȞǣ ýǠɆȪȱä Āà ȸɅȀǹß ÞɎȶȝ çǠǣǠȆǵ Ƃä üɀǹǼȱǠǣ ǦɆȵäȀǱâ ȀȍǠȺȞȱ ȴȾǵǠȶȆǣ

äȀǱâ öǠǤǩâ ýǼȞǣ ȴȾȵǠɆȩ Āà ǦɆȎǺȊȱä ȴőǠȵɀȲȞȵǦǤǱäɀȱä ƙȵǖǪȱä çäÞ. 

(2)  ǦȞȶȆȱä ȀȕǠǺȵrisk Reputational 
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               ƘǭǖǪȱä Ƃâ ǼǪƹ Ǽȩ āǾȱä Ȁȵɉä ÛȬȺǤȱä ȻǠƟ ƐȲȅ ýǠȝ āàî Ȁȥäɀǩ ǦȱǠǵ ż ǦȞȶȆȱä ȀȕǠƯ ǖȊȺǩ
ǠƬ Ȁǭǘȵ úäƕǹâ èĀǼǵ Āà æÞǠȦȮǣ ȼȶȚȹ æîäìâ ɂȲȝ ȬȺǤȱä æîǼȪȵ ýǼȝ ǦǲɆǪȹ ÛāȀǹà ûɀȺǣ ɂȲȝ. 

(3) ȱä ȀȕǠǺȶȱä ǦɆȹɀȹǠȪrisk Legal 

               ǦȪȲȞǪƫä ȬȲǩ ǦȍǠǹ æîȀȪƫä ȔǣäɀȒȱä Āà ǼȝäɀȪȱä Āà ƙȹäɀȪȱä ûǠȾǪȹâ ǦȱǠǵ ż ȀȕǠǺƫä ȻǾȽ ȜȪǩ
 ǦɆȹɀȹǠȪȱä çǠȵäȂǪȱɍäĀ úɀȪǶȲȱ Ǵȑäɀȱä ǼɅǼǶǪȱä ýǼȝ ǦǲɆǪȹ Āà Ûüäɀȵɉä ȰɆȆȡ çǠɆȲȶȝ ǦǶȥǠȮƞ

 Ȭȱí ȸȵĀ ǦɆȹĀƕȮȱɍä ǦɆȥȀȎƫä çǠɆȲȶȞȱä ȸȝ ǦƟǠȺȱä ǦɅǠȶƩ Ǽȝäɀȩ Ȁȥäɀǩ āǼȵ êɀȑĀ ýǼȝ
 ǦɆȹɀȹǠȪȱä ǦȥȀȞƫä ýǼȞȱ Āà üĀǼȱä ȐȞǣ ż ƙȮȲȾǪȆƫäValidity  ǦȵƎƫä çǠɆȩǠȦǩɍä ȐȞǤȱ

 ýäǼǺǪȅǚǣȰǝǠȅĀ ǦɆȹĀƕȮȱɍä ǦȕǠȅɀȱä. 

(4) āȀǹɉä ȀȕǠǺȶȱä 

 ÛǦɅǼɆȲȪǪȱä ǦɆȥȀȎƫä çǠɆȲȶȞȱǠǣ ǦȍǠƪäȀȕǠǺƫǠǣ ǦɆȹĀƕȮȱɍä ǦɆȥȀȎƫä çǠɆȲȶȞȱä Þäìà ȔǤǩȀɅ Ȭȱí ȸȵĀ
 þǚȥ üǠǮƫä ȰɆǤȅ ɂȲȞȥ ÛǠőǼǵ æìǠɅï üǠȶǪǵâ Ȝȵ úɀȆȱä ȀȕǠƯĀ ǼǝǠȞȱä ȀȞȅĀ ǦȱɀɆȆȱäĀ þǠȶǪǝɋä ȀȕǠƯ
 ìĀǼƩä Ǝȝ ÞɎȶȝ Ƃâ þǠȶǪǝɋä ǴȺȵ ôǠȊȹ ìäǼǪȵâĀ ÞɎȶȞȱǠǣ üǠȎǩɌȱ ǦɅǼɆȲȪǩ Ƙȡ çäɀȺȩ ýäǼǺǪȅâ

Cross- border äȂǪȱä ìäǼȅ ż ÞɎȶȞȱä ȐȞǣ úǠȦǹâ çɍǠȶǪǵâ ȸȵ ǼɅȂɅ ǼȩȴőǠȵ. 

ǠɆȹǠǭ:  ȀȕǠǺȶȱä æîäìâ ãìǠǤȵ management Risk 

ƂǠǪȱä ɀǶȺȱä ɂȲȝ ȬȱíĀ ǦȞǣǠǪƫäĀ ǦǣǠȩȀȱäĀ ȴɆɆȪǪȱä ɂȲȝ ȀȕǠǺƫä æîäìâ ȰȶǪȊǩ:- 

 (1) ȴɆɆȪǩȀȕǠǺƫä risks Assessing 

ɂȲɅǠȵ ȴɆɆȪǪȱä ȰȶȊɅĀ: 

              (à) ȼɆȲȝ ǠȽƘǭǖǩ āǼȵĀ ÛȬȺǤȱä ǠƬ óȀȞǪɅ Ǽȩ Ɠȱä ȀȕǠǺƫä ǼɅǼƠ. 

(å) ȀȕǠǺƫä ȻǾȽ Ȝȵ ȰȵǠȞǪȱä ǦǲɆǪȹ ȀǝǠȆǹ ȸȵ ȼȲȶǶǪɅ þà ȬȺǤȲȱ ȸȮƹ Ǡƫ āɀȎȩ ìĀǼǵ ȜȑĀ. 

(2)  ȀȕǠǺȶȲȱ óȀȞǪȱä ɂȲȝ ǦǣǠȩȀȱäControlling exposures risk 

              ƂǠǪȱä ɀǶȺȱä ɂȲȝ çɍǠƭ ǦǪȅ ɂȲȝ ǦǣǠȩȀȱä ȻǾȽ ȰȶǪȊǩ: 

(à)  ȸɆȵǖǪȱä çäÞäȀǱâĀ çǠȅǠɆȅ ǾɆȦȺǩ and policies uritysec Implementing

measures 

ɂȲɅ Ǡȵ ȸɆȵǖǪȱä çäÞäȀǱâĀ çǠȅǠɆȅ ùǼȾǪȆǩ-: 

              (1)               ȴȚȺȱä Ȝȵ ȰȵǠȞǪƫä ǦɆȎǺȉ ǼɅǼƠ/ ȨɅǼȎǪȱä(Identification 

/authentication). 

              (2)              ƬǠȪǪȹä ÞǠȺǭà ÞɎȶȞȱä ȰǝǠȅî ɂȲȝ çɎɅǼȞǩ ÞäȀǱâ ýǼȝ þǠȶȑçäɀȺȪȱä Ǝȝ Ǡ. 
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              (3)               ÞɎȶȞȱä çɎȵǠȞȵ ǦɅȀȅ ɂȲȝ õǠȦƩä þǠȶȑPrivacy 

              (4)               ǠƬ ǦȱǠȅȀȱä ȰȅȀȵ îǠȮȹâ ýǼȝ þǠȶȑNon ï repudiation  

ɂȲɅǠȵ üǠǲȶȱä äǾȽ ɂȥ ɂȝäȀɅĀ:- 

(1)                ä ƙȵǖǩ ȨȪƠ çäÞäȀǱâĀ çǠȅǠɆȅ öǠǤǩâ úäƕǹä ȸȵ ǼƩä Āà ȜȺƫ ȴȚȺȱä ƂäĀ ȸȵ çɍǠȎǩɋ
ǠȾȵäǼǺǪȅâ æÞǠȅâ Āà ȴȚȺȲȱ ȴƬ ȌǹȀƫä Ƙȡ. 

(2)              ƙȵǼǺǪȆƫä ǦɆȎǺȉ ǼɅǼƠĀ ȴȚȺȱä üɀǹì ɂȲȝ ǦǣǠȩȀȱä. 

(3)               ƙȲȵǠȞȱä ȰǤȩ ȸȵ Ǡŏ ȌǹȀȵ Ƙȡ çǠȅäîǠȶƞ ýǠɆȪȱä çɍǠȶǪǵâ ȸȵ ȴȚȺȱä ǦɅǠƥ
à ƙȪǣǠȆȱä ȬȺǤȱǠǣƙǪȩǘƫä Āà ìǼƨä Ā. 

(8)        îäǼȍɋ ǦǤȆȺȱǠǣ Ȁȵɉä ǢȲȖǪɅȰǝǠȅĀ  ÛƙȵǖǪȲȱ ǦɆȥǠȑä çäÞäȀǱâ íǠơâ ǦɆȹĀƕȮȱä ìɀȪȺȱ Ȝȥì
Ȭȱí ȰȶȊɅĀ: 

¶     ȤɆɅȂǪȱä ȸȵ ǦɅǠȶǶȲȱ āȂȭȀƫä ȰȢȊƫä Āà çǠȩǠȖǤȱä îǼȎȵ Ȝȵ ȀȉǠǤƫä üǠȎǩɋä. 

On- line interaction with the issuer or a central operator  

¶     ǦɅìȀȦȱä çǠɆȲȶȞȱä ǦȞǣǠǪȵ. 

¶     üäɀȵɉä ȰɆȆȡ çǠɆȲȶȝ ȜǤǪǪȱ ǦɅȂȭȀȵ çǠȹǠɆǣ æǼȝǠȪǣ õǠȦǪǵɋä. 

¶     ǦȩǠȖǤȱä ɂȲȝ þȂƸ Ǡƫ ɂȎȩà Ǽǵ ȜȑĀ æǠȝäȀȵ Ȝȵ ÛǠȽƘȡ Āà ÛǦɆȭǾȱä çǠȩǠȖǤȱä ż þǠȵɉä ôĀȀȉ Ȁȥäɀǩ.  

(å) ȄȲǲȵ ȸȵ ȬȺǤȱǠǣ ǦȦȲǪǺȶȱä çǠɅɀǪȆȶȱä ȸɆǣ çɍǠȎǩɋä ȴɆȝǼǩ  ȸɆȲȵǠȞȱä ȸɆǣĀ ÛǠɆȲȝ æîäìâĀ æîäìâ
 ȸɆȲȵǠȞȲȱ ȀȶǪȆȶȱä ǢɅîǼǪȱä ȀɆȥɀǩĀ ȴȚȺȱä Þäìà ǦȵɎȅ þǖȊǣ internal Coordinating

communication 

(é)  çǠȵǼǺȱä ȀɅɀȖǩĀ ȴɅǼȪǩ îäȀȶǪȅâservices developing and Evaluating 

(ì) ȱä éîǠǹ îìǠȎȵ ɂȲȝ ìǠȶǪȝɋä ǦȱǠǵ ɂȥ ȀȕǠǺȶȱä ȸȵ ǼǶȲȱ Ȕǣäɀȑ ȜȑĀ ȴȝǼȱä ȴɅǼȪǪȱ ȬȺǤ
ɂȺȦȱä: 

ɂȲɅǠȵ ɂȲȝ ȔǣäɀȒȱä ȻǾȽ ȰȶǪȊǩ-: 

¶     ƖȦȱä ȴȝǼȱä ɂȵǼȪƫ ɂȲɆȢȊǪȱäĀ ƂǠƫä Þäìɉä ǦȞǣǠǪȵ. 

¶     ǠɆȲɆȎȦǩ ùäȀȕɉä çǠȵäȂǪȱä ìǼƠ ƖȦȱä ȴȝǼȱä ɂȵǼȪȵ Ȝȵ ǦɅǼȩǠȞǩ çǠɆȩǠȦǩâ Ȁȥäɀǩ ȸȵ ǼȭǖǪȱä.               

¶      ƖȦȱä ȴȝǼȱä ɂȵǼȪȵ æîǼȪȵ ȸȵ ǼȭǖǪȱä ɂȲȝ ȴȾȥȀȞǩ ǦȱǠǵ ż ȬȺǤȱä Ȱǹäì ȜǤǪƫä Ā ȨȦǪɅ Ǡƞ ƙȵǖǪȱä Ƙȥɀǩ ɂȲȝ
üǠŎä äǾȽ ż ȴőäÞäȀǱä Ā ȴőǠȅǠɆȅ ǦȞǱäȀȵ üɎǹ ȸȵ Ȭȱí Ā ÛȬȺǤȱä Ȍơ ǦɆȅǠȆǵ çäí çǠȹǠɆǣ. 

¶     ƖȦȱä ȴȝǼȱä ɂȵǼȪȵ ż ǜǱǠȦȵ ƘɆȢǩ èĀǼǵ çɍǠȶǪǵâ ǦɆȖȢǪȱ ãîäɀȕ çǠǤɆǩȀǩ Ƙȥɀǩ. 
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(ÿ) ȱä ȸȝ ÞɎȶȞȱä ǦȕǠǵâǠȾȵäǼǺǪȅâ ǦɆȦɆȭĀ ǦɆȹĀȀǪȮȱɍä ǦɆȥȀȎȶȱä çǠɆȲȶȞ 

Providing customer education and disclosure 

(Ā)  ãîäɀȕ ȔȖǹ ìäǼȝâplanning Contingency 

¶     ɂȲɅ Ǡȶǣ ȨȲȞǪɅ ǠȶɆȥ ȬȱíĀ çǠȵǼǺȱä Þäìà ȸȝ ȴȚȺȱä úǠȦǹä ǦȱǠǵ ɂȥ ǦȲɅǼǣ Þāîäɀȕ ȔȖǹ ìäǼȝâ:- 

û     āǾȱä Ȝȑɀȱä Ƃâ çǠȹǠɆǤȱä æìǠȝâ   úǠȦǹɋä ȰǤȩ ȼɆȲȝ ǨȹǠȭData recovery. 

û      çǠȹǠɆǤȱä ȰɆȢȊǪȱ ǦȲɅǼǣ çäîǼȩ ƘȥɀǩAlternative data ï processing 

capabilities. 

û     ǦǝîǠȖȱä ùĀȀȚȱä ǦȾǱäɀƫ ƙȲȵǠȝ Ƙȥɀǩ. 

¶      ǦȲɅǼǤȱä ȰɆȢȊǪȱä ȴȚȹ îǠǤǪǹâBackup systems ǠȾǪɆȲȝǠȥ ȸȵ ǼȭǖǪȲȱ ǦɅîĀì ǦȦȎǣ. 

¶      Ȁȥäɀǩ ɂȵǼȪȵ āǼȱ ȔȖƪä ȻǾȽ ýäǼǺǪȅɋ çǠȶɆȲȞǩ Ȁȥäɀǩ äǾȭĀ ÞāîäɀȖȱä ȔȖǹ ǾɆȦȺǩ ǦȱǠǵ ż ýïɎȱä ƙȵǖǪȱä
ƖȦȱä ȴȝǼȱä. 

¶     ƙɆȅǠȅɉä ƙȵǼȪƫä úǠȦǹâ ǦȱǠǵ ż ǾȦȺǩ ȸɅȀǹß Ɩȥ ȴȝì ɂȵǼȪȵ Ȝȵ ǦȲɅǼǣ ìɀȪȝ ýäȀǣâ. 

) (3 ȀȕǠǺȶȱä ǦȞǣǠǪȵ:Monitoring risks 

              Ǻƫä ǦȞǣǠǪȵ ȰǮȶǪǩ ǦɆǱîǠƪäĀ ǦɆȲǹäǼȱä ǦȞǱäȀƫä ÞäȀǱâĀ ȴȚȺȱä îǠǤǪǹâ ż ȀȕǠSystem testing 

and auditing ƂǠǪȱä ɀǶȺȱä ɂȲȝ ȬȱíĀ:- 

  

(à) ǠȾȺȶȑ ȸȵ þɀȮɅ ɂǪȱäĀ ÛȴȚȺȲȱ ǦɅîĀì çäîǠǤǪǹä ÞäȀǱâ: 

¶     úäƕǹɋä þǠȮȵâ îǠǤǪǹâ ÞäȀǱâ Penetration testing  ȨȥǼǩ ȂɅȂȞǩĀ üȂȝĀ ǼɅǼƠ Ƃä ùǼȾɅ āǾȱä
ǤȱäúäƕǹɌȱ ǦɅìǠȞȱä Ƙȡ çɍĀǠǂä ȸȵ ȴȚȺȱä ǦɅǠȶƩ çäÞäȀǱâ öǠǤǩâĀ ȴȚȺȱä üɎǹ ȸȵ çǠȹǠɆ. 

¶      Ȝȵ ǠȾȩǠȆǩä āǼȵ ɂȲȝ ùɀȩɀȱäĀ ƙȵǠǪȱä çäÞäȀǱä ǦɆȲȝǠȥ ȸȵ ǼȭǖǪȲȱ ȴȚȺȱä üɎǹ ȸȵ ǦɅîĀì ǦȞǱäȀȵ ÞäȀǱâ
æîȀȪƫä ƙȵǠǪȱä çäÞäȀǱäĀ çǠȅǠɆȅ. 

(å) ǦɆǱîǠǺȱäĀ ǦɆȲǹäǼȱä ǦȞǱäȀȶȱä çäÞäȀǱä: 

¶      ùǼŏ ȀȕǠǺƫä ȴǲǵ ȐɆȦơĀ æÞǠȦȮȱä ýǼȝ çɍǠǵĀ çäȀȢǮȱä ȜǤǪǩ ż ǦɆǱîǠƪäĀ ǦɆȲǹäǼȱä ǦȞǱäȀƫä ȴȾȆǩ
Ǡŏ ȬȺǤȱä ýäȂǪȱäĀ æîɀȖȵ çäÞäȀǱâĀ çǠȅǠɆȅ Ȁȥäɀǩ ȸȵ ȨȪǶǪȱä. 

( ȴȩî ȨȥȀȵ2) 

 ȬȺǤȲȱ ǦɅìǠȉȀǪȅâ çǠɆȱɀǞȆȵ 

ǦɆȹĀȀǪȮȱɉä üǠȎǩɋä çǠȮǤȉ ȀǤȝ ȼǩǠȵǼǹ ȴɅǼȪǩ āǼȱ 
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(1)         äɀȵ ôǠƷ þà ɂȲȝ çǠȮǤȊȱä Ǝȝ ȼǩǠȵǼǹ ƇǼȪǪǣ ȬȺǤȱä ýǠɆȩ ȸȶȒǪǩ ǦɆǲɆǩäƕȅâ ɂȲȝ ȬȺǤȱä æîäìâ ȄȲƭ ǦȪȥ
Ȭȱí ȸȝ ǦǞȉǠȺȱä ȀȕǠǺƫä ǦȥǠȮǣ ȄȲŎä. 

(2)          ȴȚȹ ȴɆȝǼǩĀ ÛȀȕǠǺƫä æîäìâ åɀȲȅǖǣ ȨȲȞǪɅ ǠȶɆȥ ȬȺǤȲȱ ǦɅǾɆȦȺǪȱä æîäìɋä ǦȅǠɆȅ ɂȲȝ ȬȺǤȱä æîäìâ ȄȲƭ ǦȪȥäɀȵ
ȲǹäǼȱä ǦǣǠȩȀȱäȀȕǠǺƫä ȬȲǩ þǖȊǣ ǦɆ. 

(3)          ǼȭǖǪɅ þàĀ ǦɆȹĀƕȮȱɍä üǠȎǩɋä çǠȮǤȉ Ǝȝ āìǘǩ Ɠȱä ǦɆȥȀȎƫä çǠȵǼƪä ȤȲǪƯ ǦɅìǖǪȱ ìɀȪȝ éíǠƴ ȴɆȶȎǩ
 ȻǾȽ ƇǼȪǩ çǠȝǠȅ ǼɅǼƠ Ȝȵ ÛçǠȮǤȊȱä Ǝȝ ȬȺǤȱä ÞɎȶȝ Ȝȵ ȰȵǠȞǪȲȱ ǦȲȽǘƫä ǦɅȀȊǤȱä āɀȪȱä Ȁȥäɀǩ ȸȵ ȬȺǤȱä

çǠȵǼƪä. 

(4)         ǦȱǠǵ ż  Ɠȱä ȰɆȢȊǪȱä ǦɆȩǠȦǩâ îäȀȩâ ȬȺǤȱä æîäìâ ȄȲƭ ɂȲȝ ƙȞǪɆȥ ǦȵǼƪä ȼȱɎǹ ȸȵ ýǼȪǩ Ȁǹß ùȀȕ ìɀǱĀ
 ȴǪǩ Ɠȱä çɎȵǠȞƫäĀ çǠȶɆȲȞǪȱä ǦɅȀȅ ɂȲȝ õǠȦƩä ż ȼǪɆȱɀǞȆȵ ǼɅǼƠĀ ùȀȖȱä äǾȽ Ȝȵ ȬȺǤȱä ƙǣ ǦȩɎȞȱä ȴȚȺǩ

ȼȱ êǠǪǩ çǠȵɀȲȞȵ ǦɅàĀ çǠȮǤȊȱä Ǝȝ. 

(5)         ǶȦȍ ɂȲȝ ȬȺǤȱä êǠȎȥâ üä ǦWeb  ɂȲȝ ȼȱɀȎǵ ǼɆȦɅ Ǡƞ ȼǣ ǦȍǠƪäȌɆǹȀǩ  çǠȮǤȊȱä Ǝȝ ȼǩǠȵǼǹ ƇǼȪǪǣ
 Ǝȝ ǠȾƹǼȪǩ ȬȺǤȲȱ ïɀƶ Ɠȱä çǠȵǼƪäĀ ȌɆǹƕȱä ɂȲȝ üɀȎƩä ǸɅîǠǩĀ ȴȩîĀ āȀȎƫä āȂȭȀƫä ȬȺǤȱä ȸȵ

 ÞǠƧà ȸȝ ǠȾɆȥ ȸȲȞƫä āȀȎƫä āȂȭȀƫä ȬȺǤȱä ǦǶȦȎǣ Ȝȩɀƫä äǾȽ Ȕǣî Ȝȵ ÛçǠȮǤȊȱäûɀȺǤȱä ǣ ǠƬ ȌǹȀƫä ȸȵ ȬȱǾ
 üɎǹHypertext Links ǴɅȀȎǪȱä ǦǶȍ ȸȵ ÞɎȶȞȱä ȨȪǶǪɅ Ɠǵ. 

(6)         çǠȮǤȊȱä Ǝȝ ÞɎȶȞȲȱ ǠȾǪɅìǖǪǣ ýɀȪɅ Ɠȱä çǠȵǼƪä ȴȮƠ Ɠȱä ɂȽ ǦɅȀȎƫä ƙȹäɀȪȱä þà ȸȝ ȬȺǤȱä êǠȎȥâ. 

(7)          ǢȱǠȕ ǦɆȎǺȉ ȸȵ ȬȺǤȱä ȨȪǶǪɅ þà æîĀȀȑ/ Ȓǩ ǦǪǣǠǭ ǦɆȹɀȹǠȩ ǢɆȱǠȅǖǣ ǦȵǼƪä ɂȪȲǪȵǦȱìǠǤǪƫä úɀȪƩä ȸȶ. 

( ȴȩî ȨȥȀȵ3) 

ȰɆȶȞȱä ɂȲȝ ȜȪǩ ǦɅìǠȉȀǪȅâ çǠɆȱɀǞȆȵ 

ǦɆȹĀȀǪȮȱɍä üǠȎǩɋä çǠȮǤȉ ȀǤȝ ȼǩǠȵǼǹ ɂȪȲǩ ǼȺȝ 

(1)          Ɠȱä çǠȵǼǺȲȱ ǠȵǼǺǪȆȵ ȻîǠǤǪȝǚǣ çǠȮǤȊȱä Ǝȝ ǠƬǠǹìǚǣ ýɀȪɅ Ɠȱä çǠȵɀȲȞƫä ǦǶȍ ǦɆȱɀǞȆȵ ȰɆȶȞȱä ȰȶǶǪɅ
ȱä þǖǣ ȰɆȶȞȱä ȀȪɅĀ ÛǠƬɎǹ ȸȵ āìǘǩ ǦȞǱäȀȵ ǦɅà þĀǼǣ ǠȾɆȲȝ ȰȵǠȞǪȱä ȴǪɅ ǠȾȲǹǼɅ Ɠȱä çɎȵǠȞƫäĀ çǠȶɆȲȞǪ

āȀǹà úȀȖǣ ǠȾȺȵ ǼȭǖǪȱä Āà ǦɆȖǹ çäîǠȞȉâ Āà ȬȺǤȱä ȸȵ ǦɆȥǠȑâ. 

(2)         çǠȮǤȊȱä Ǝȝ ȰɆȶȞȱä ǠȾȲȅîà þà ȨǤȅ çɎȵǠȞȵ Āà çǠȶɆȲȞǩ ÞǠȢȱä Āà çɎɅǼȞǩ ǦɅà üɀǤȪǣ ȬȺǤȱä ýȂǪȲɅɍ. 

(3)         Ȇȵ ȰɆȶȞȱä ȰȶǶǪɅǠȾɆȲȝ ȰɅǼȞǪȱä Āà ǦȥǠȑɋä Āà ǼɆȦǪȆƫǠǣ ǦȍǠƪä çǠȹǠɆǤȱä ìäǼȝâ ǦɆȱɀǞ. 

(4)         ȬȺǤȱä Ȝȵ çǠȮǤȊȱä Ǝȝ ȰȵǠȞǪȱä ż ǦɅǠȶƩä çäÞäȀǱâ æǠȝäȀƞ ȰɆȶȞȱä ýȂǪȲɅ. 
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(5)         ǵɉäĀ ôĀȀȊȱä Āà ǦɅǠȶƩä çäÞäȀǱǚǣ ýäȂǪȱɋä ýǼȝ ȸȝ ǰǩǠȺȱä ǦȵǼƪä ýäǼǺǪȅâ Þɀȅ ǦɆȱɀǞȆȵ ȰɆȶȞȱä ȰȶǶǪɅ ýǠȮ
 ȤȊȮȱǠǣ ȼȵǠɆȩ ȸȝ ǰǩǠȺȱä Āà ÛǦɆȹĀƕȮȱɉä ǦɆȥȀȎƫä çǠɆȲȶȞȱä þǖȊǣ ȬȺǤȱä Ȝȵ ȼȵäȀǣâ ȴǪɅ āǾȱä ǼȪȞȱä ż æìîäɀȱä

ýäǼǺǪȅɋä āǼȱ ǠȾǪȦȱǠƯ Āà ǦɅǠȶƩä çäÞäȀǱâ ȸȝ. 

(6)         ȼǩìäîâ ȸȝ ǦǱîǠǹ ùĀȀȚȱ ǦȵǼƪä ȰȖȞǩ ǦɆȱɀǞȆȵ ȬȺǤȱä ȰȶƠ ýǼȝ. 

(7)         çǠȶɆȲȞǪȱäĀ çɎȵǠȞƫä ǦǶȍ ɂȲȝ ǠȹɀȹǠȩ ǦȵȂȲȵ ǦȞȕǠȩ Ǧǲǵ ȬȺǤȱä çɎǲȅ ƎǪȞǩ. 

(8)         ïǠȾƨä äǾȽ üǠȖǣǚǣ ýɀȪɅ ɂȮȱ ȬȺǤȱä îǠȖǹǚǣ æȀȦȊȱä ïǠȾǱ ǦȩȀȅ Āà ǼȪȥ ǦȱǠǵ ż ȰɆȶȞȱä ýȂǪȲɅ. 

(9)         Ǡǹìâ ýǠƢâ ìȀǲƞĀ ÛȰɆȶȞȱä ǦɆȎǺȉ ȸȵ ȨȪǶǪȱäĀ ùȀȞǪȲȱ ǦȲɆȅĀ ǦɅǠȶƩä çäĀìà ƎǪȞǩ ȰɆȶȞȱä ƎǪȞɅ êǠǲȺǣ ǠƬ
çɎȵǠȞƫäĀ çǠȶɆȲȞǪȱä ȜɆƤ îǼȎȵ ɀȽ. 

 
[1]personal Electronic cash (EC): the Funds or value is stored on an electronic device as the  

computer of the consumer  which is loaded using specialized software0 EC is used to make small 

payments through a transfer of value to the merchants  electronic device. 

[2] ý æîǼȎƫä 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

http://www.philadelphia.edu.jo/courses/accountancy/Files/Accountancy/123321.doc#_ftnref1
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http://www.philadelphia.edu.jo/courses/accountancy/Files/Accountancy/123321.doc#_ftnref2
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Annex 2 
Jordan Central Bank Regulation on e-banking No 8/2001 
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     : аЦϼЮϜмл /мнсол 

    : ϵтϼϝϦЮϜс /р /мпнн ̮к 

    :ФТϜмвЮϜнс  /т  /нллм а 

 
 
 

  
ЮϝвКц ШмжϠЮϜ ϣЂϼϝвв ϤϝвтЯЛϦ ϝл 

  .ϣтжмϼϦЪЮϖ ЬϚϝЂмϠ 
 
   ) аЦϼ8   /2001.( 

 
) ϢϸϝвЮϜ  аϝЪϲц ̯ϜϸжЂ ϢϼϸϝЊфф) аЦϼ ШмжϠЮϜ дмжϝЦ дв ( Ϟ/ну ϣжЂЮ (нллл. 

 
 

 аДжЮϜ двϒм ϣтжмϼϦЪЮϖ ЬϚϝЂмϠ ШмжϠЮϜ ϝкϺУжϦ сϦЮϜ ϣтТϼЊвЮϜм ϣтЮϝвЮϜ ϤывϝЛϦЮϜ ϣвыЂ пЯК рϾЪϼвЮϜ ШжϠЮϜ дв ϝЊϼϲ
Ϡ            ϣЊϝ϶ЮϜ ϤϝвмЯЛвЮϜм: ϣтЮϝϦЮϜ аϝЪϲцϝϠ ϸ̵тЧϦЮϜ ШмжϠЮϜ пЯК дтЛϦт йжϓТ ̪ дтЯвϝЛϦвЮϜ ФмЧϲЮ ̯ϝжϝвЎм ̪ ϝл- 

 

 

- пЮмцϜ ϢϸϝвЮϜ :- 

 

 дв ЌЛϠ мϒ ЬЪ ϝлϦЂϼϝвв ϸжК ϣвϾыЮϜ ϣтϾϜϼϦϲъϜ ϤϜ̭ϜϼϮшϜм ϣтТϼЊвЮϜ РϜϼКцϝϠ ϸтЧϦЮϜм ϣтКϼвЮϜ ϤϝЛтϼІϦЮϝϠ аϜϾϦЮъϜ
ЬϚϝЂмЮϝϠ " ϝлϦЂϼϝввϠ  ϝлЮ Ј϶ϼвЮϜ " ϝлЮϝвКϒ  дв ϝкϼтОм ϣтжмϼϦЪЮшϜ ϤϝЦϝАϠЮϜм РϦϝлЮϜм ϤжϼϦжшϜ ЬϪв ϣтжмϼϦЪЮшϜ

.ϣϪтϸϲЮϜ ϣтжмϼϦЪЮшϜ ЬϚϝЂмЮϜ 
 
- ϣтжϝϪЮϜ ϢϸϝвЮϜ :- 

 

ϒ ( :сЯт ϝв ϢϝКϜϼв ϣтжмϼϦЪЮϖ ЬϚϝЂмϠ йЮϝвКϒ дв рϒ ϣЂϼϝввϠ ϞОϼт рϺЮϜ ШжϠЮϜ пЯК- 
 

м( жмϼϦЪЮϖ ЬϚϝҶЂмϠ ϝлϦҶЂϼϝвв рмҶжвЮϜ ЬϝҶвКцϜ дҶв ЬҶЪ ϸтϸϲϦм аттЧϦм ϣЂϜϼϸ ϣҶвДжϒм ϣҶтЧтϠАϦЮϜ ϣҶвДжцϜм     ϣҶт
.ϺтУжϦЮϜ ϤϝтЮϐм ЬϲϜϼвм ϝлжв ϣтϝЦмЮϜ ЬϚϝЂмм ϼАϝ϶вЮϜм ϝлУтЮϝЪϦм ϣвϾыЮϜ ϣтϝвϲЮϜ 

 

  

н(  дҶв ϝҶлтЯК ФҶТϜмвЮϜ ШҶжϠЮϜ ϣтϮтϦϜϼϦҶЂϖ двҶЎ ϣҶтжмϼϦЪЮϖ ЬϚϝҶЂмϠ ϝлϦҶЂϼϝввϠ ШҶжϠЮϜ ϞҶОϼт сҶϦЮϜ ЬϝвКцϜ ϬϜϼϸϖ
. ϢϼϜϸшϜ ЀЯϮв 
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Ϟ (  ЂвЮϜ ϼтТмϦϠ рϾЪϼвЮϜ ШжϠЮϜ ϼϝА϶ϖ.ϢϸϝвЮϜ иϺк дв (ϒ) ϢϼЧУЮϜ сТ ϢϸϼϜмЮϜ ϤϝвϾЯϦ 
 

- ϣϪЮϝϪЮϜ ϢϸϝвЮϜ :- 
 

  : сЯт ϝвϠ ϣтжмϼϦЪЮϖ ЬϚϝЂмϠ йЮϝвКϒ дв рϒ ϣЂϼϝввϠ амЧт рϺЮϜ ШжϠЮϜ аϾϦЯт- 
 

   .ЬϝвКцϜ ШЯϦ ϺтУжϦм ϢϼϜϸϖ аϝлв сЮмϦЮ Ькϔв сжТ ϼϸϝЪ ϼтТмϦ  (  ϒ 

 

Ю ϣвϾыЮϜ  ϤϜ̭ϜϼϮшϜм ϼттϝЛвЮϜм ϤϝвтЯЛϦЮϜ ЙЎм  (  Ϟ ϣтϝвϲЮϜ м двцϜ  ϤϜ̭ϜϼϮϖм         ϢϺУжвЮϜ ЬϝвКцϜ атДжϦ

.ϝкϼтмАϦ ϣЛϠϝϦвм ϝлЧтϠАϦ м ̪ ϣϠмЯАвЮϜ 

 

 ФϚϝϪм Йв ̪ ϝлЮ ϣϠЂϝжвЮϜ ϣтϝвϲЮϜ ϣвДжϒм ̪ АϠϼ ϤϝЪϠІм ϤϝтϮвϼϠм ϢϾлϮϒ дв ϣвϾыЮϜ ϣтЧтϠАϦЮϜ ϣвДжцϜ ϼтТмϦ  ( Ϭ

.ϝлЧтЦϸϦм ϝлЊϲТм ϝлЊт϶ϜϼϦ 

 

(  ϸ жУЮϜ ϤϝϠЯАϦвЮϜ ̭ϝУтϦЂϜ ̪ ϣтжмϼϦЪЮшϜ ϣЦϸϝЊвЮϜ ̪ сжмϼϦЪЮшϜ ЙЦмвЮϜ ЬтϮЂϦ ЬϪв ̪ ЬϝвКцϜ иϺк ϺтУжϦЮ ϣвϾыЮϜ ϣт

.ϝкϼтОм ϼтУІϦЮϜ ̪ ФтϪмϦЮϜ 

- ϣЛϠϜϼЮϜ ϢϸϝвЮϜ :- 

 

ϒ (   двҶЎ рϼмϸ ЬЪІϠ ϤϝтЯвЛЮϜ ϺтУжϦ сТ ϣЛϠϦвЮϜ ϤϜ̭ϜϼϮшϜм ϣтϝвϲЮϜ ϞтЮϝЂϒм ϤϝЪϠІЮϜм ϤϜϸЛвЮϜм ϣвДжцϜ ϣЛϮϜϼв
Ђ дв ϸЪϓϦЯЮ ϣϲЎϜм ϣЂϝтЂ.Ь̵кϔв сжТ ϼϸϝЪ Ьы϶ дв ϼϜϼвϦЂϝϠ ϝлϪтϸϲϦм ϝлϚϜϸϒ дтЂϲϦм ϝлϦвы 

 
Ϟ ( .рϼмϸ ЬЪІϠ ϝлϦЛϮϜϼвм ϣжЪввЮϜ ЬϚϜϸϠЮϜм ϤϜ̭ϜϼϮшϜ ϣТϝЪ ϱЎмϦ сТϝЛϦЮϜм ϘϼϜмАЯЮ АА϶ ϼтмАϦ 
 

- ϣЂвϝ϶ЮϜ ϢϸϝвЮϜ :- 

ϠЮϜ ϢϝҶКϜϼв ЙҶв ϣҶтжмϼϦЪЮϖ ЬϚϝҶЂмϠ ЬϝҶвКцϜ ϺҶтУжϦ пЯК ϣϠϦϼϦвЮϜ ϤϝтЮмϔЂвЮϜ дϝтϠм ϸтϸϲϦ ϢϼмϼЎ ϣҶϠϝЦϼЮϜ ϒϸҶϠв ФҶтЧϲϦ ШҶж
.ЬϝвКцϜ иϺк сТ иϼмϸϠ ФЯЛϦт ϝвтТ ϣтϚϝжϪЮϜ 
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- ϣЂϸϝЂЮϜ ϢϸϝвЮϜ :- 

 

ϒ (  ̪ дϾϜмҶϦвм ϱҶЎϜм ЬЪҶІϠ ϝҶвлжв ЬҶЪ ϤϝтЮмϔҶЂв дϝҶтϠ ϣжвҶЎϦв ЬҶтвЛЮϜм ШҶжϠЮϜ дтҶϠ ϣҶтϸЦϝЛϦЮϜ ϣҶЦыЛЮϜ атДжϦ ϢϼмϼЎ
в аϮϲм ЬтвЛЯЮ сжϝвϦϚъϜ ЙЎмЮϜм ϣвϸ϶ЮϜ Имж Йв ϞЂϝжϦϦ ЬвϝЛϦЯЮ РмЧЂ ϸтϸϲϦм.иϼАϝ϶ 

 

Ϟ (  йҶϠϦϼϦ ϝҶвм ϝҶкϼАϝ϶вм ϣҶтжмϼϦЪЮшϜ ЬϚϝҶЂмЮϝϠ ϢϺҶУжвЮϜ ϤϝҶтЯвЛЮϜ ϣҶЛтϠАϠ алУтϼҶЛϦм ̭ыҶвЛЮϜ ϣтКмϦм ϣтТϝУІЮϝϠ аϜϾϦЮъϜ
.ϝлЊмЊ϶Ϡ ϣϲЎϜмЮϜ ϤϝвтЯЛϦЮϜм ϤϜϸϝІϼшϜ ЙЎмм ̪ ϤϝвϜϾϦЮϜ дв алтЯК 

 

- ϣЛϠϝЂЮϜ ϢϸϝвЮϜ :- 

 

 ϤϝЪϼІЮϜ дв рϒм ШжϠЮϜ дтϠ ϣвϼϠвЮϜ ϤϝтЦϝУϦъϜ атДжϦ ϢϼмϼЎ аϝЪϲϒ Йв ЌϼϝЛϦт ъ ϝвϠ ϣвКϜϸЮϜм ϢϸмϾвЮϜм ϣвϸϝ϶ЮϜ

. ϤϝвмЯЛвЮϜм аДжЮϜ двϒ двЎт ϝвϠм ̪ ϣтТϼЊвЮϜ ϣтϼЂЮϜ 

- ϣжвϝϪЮϜ ϢϸϝвЮϜ :- 

 

 мϒ ШҶжϠЮϜ оϼт оϼ϶ϒ ЬϝвКϒ ϣтϒм ̪ ϣвДжцϜм ϤϝжϝтϠЮϜ ЬϪв ϣтжмϼϦЪЮϖ ЬϚϝЂмϠ ϺУжϦ сϦЮϜ ЬϝвКцϜ ϼАϝ϶в пЯК дтвϓϦЮϝϠ аϝтЧЮϜ
твкϒ рϾЪϼвЮϜ ШжϠЮϜ.ϝлтЯК дтвϓϦЯЮ ϣ 

 

 

 

- ϣЛЂϝϦЮϜ ϢϸϝвЮϜ :- 

 

(  ϒ  пҶҶЮϖ ϸжϦҶҶЂϦ ϣҶҶЂϝтЂ ФҶҶТм   ϣҶҶтЯ϶ϜϸЮϜ ϣҶҶЛϮϜϼвЮϜм ϣҶҶϠЦϜϼвЮϜм ФтЦϸҶҶϦЯЮ ϣҶҶтжмϼϦЪЮϖ ЬϚϝҶҶЂмϠ ϢϺҶҶУжвЮϜ ϤϝҶҶтЯвЛЮϜ ИϝҶҶЎ϶ϖ

.ϣвϾыЮϜ ϣтϾϜϼϦϲъϜ ϤϜ̭ϜϼϮшϜм ϤϝвтЯЛϦЮϜм дтжϜмЧЮϜ 

 

( Ϟ ЛϠϝϦвм ϝлвттЧϦм ϣвϾыЮϜ ϣтϼмϸЮϜ ϣтϠϝЦϼЮϜ ϼтϼϝЧϦЮϜ ϼтТмϦ.ϝлϦ 
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- ϢϼІϝЛЮϜ ϢϸϝвЮϜ :- 

 

 ЈмЊ϶Ϡ йЮ ϨЮϝϪ РϼА ϝлвϸЧт Ϥϝвϸ϶ мϒ ϤϜϸЦϝЛϦ мϒ ϣвДжϒ мϒ ϤϜϾтлϮϦ рϒ дК ϢϼІϝϠв ϣтЮмϔЂв ъмϔЂв ШжϠЮϜ дмЪт

. ϣтжмϼϦЪЮϖ ЬϚϝЂмϠ йϦϝтЯвК ϺтУжϦ 

 

- ϼІК рϸϝϲЮϜ ϢϸϝвЮϜ :- 

 

ϒ (  РҶҶЊжм ϣтмжҶҶЂЮϜ ϣҶҶтЮϝвЮϜ ϤϝҶҶжϝтϠЮϝϠ рϾҶҶЪϼвЮϜ ШҶҶжϠЮϜ иϸҶҶтмϾϦ ϸҶҶжК ШҶҶжϠЮϜ пҶҶЯК дҶҶК сϚϝҶҶЊϲϖ ϼҶҶтϼЧϦ ФϝҶҶТϼϖ ̪ ϣтмжҶҶЂЮϜ
.ϤϝвтЯЛϦЮϜ иϺлϠ ФТϼвЮϜ ϬϺмвжЯЮ ϝЧТм ϣтжмϼϦЪЮϖ ЬϚϝЂмϠ ϢϺ̵УжвЮϜ ϤывϝЛϦЮϜ 

 

Ϟ (  ЬтҶЊϝУϦм ̪ ϝлϪмϸҶϲ Ьϝϲ йϦϝвмЯЛв ϣвДжц ЬЊϲϦ ϣтϮϼϝ϶ мϒ ϣтЯ϶Ϝϸ ϤϝЦϜϼϦ϶Ϝ рϓϠ рϾЪϼвЮϜ ШжϠЮϜ ϼϝА϶ϖ ШжϠЮϜ пЯК
ϮϜмвЮ ϢϺ϶ϦвЮϜ ϤϜ̭ϜϼϮшϜм ̪ ϝкϼϝϪϐм ϤϝЦϜϼϦ϶ъϜ ШЯϦ.ϝлϦл 

 

  аϝҶҶтЧЮϜ дҶҶв алжҶҶЪвт ϝҶҶвϠ дтҶҶІϦУвЮϜ ЙҶҶв дмϝҶҶЛϦЮϜм рϾҶҶЪϼвЮϜ ШҶҶжϠЮϜ ЬҶҶϠЦ дҶҶв сҶҶжУЮϜ ЄтҶҶϦУϦЮϜ аϝҶҶлв ЬтлҶҶЂϦϠ ШҶҶжϠЮϜ аϾҶҶϦЯт (Ϭ

 .ЬвϝЪ ЬЪІϠ алЮϝвКϓϠ 

 

   ϣжвҶҶЎϦвЮϜ сϮϼϝҶҶ϶ЮϜ ФЦϸҶҶвЮϜ ϼтϼϝҶҶЧϦм сЯ϶ϜϸҶҶЮϜ ЄтҶҶϦУϦЮϜм ФтЦϸҶҶϦЮϜ ϼтϼϝҶҶЧϦ дҶҶв ϵҶҶЂжϠ рϾҶҶЪϼвЮϜ ШҶҶжϠЮϜ ϸҶҶтмϾϦϠ аϜϾҶҶϦЮъϜ (ϸ

вм ФтЦϸϦ ЬтЊϝУϦ .ϤϝвмЯЛвЮϜ ϣвДжϒм ϞмЂϝϲЮϜ ϾЪϜϼв ЬϝвКϒ ϣЛϮϜϼ 

 

 

 

 

                Д̮̮̮ТϝϲвЮϜ 

                                                                                 дϝ̮ЦмА ϣ̮твϒ .ϸ  
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Annex 3 
PMA Outsourcing regulation No. 5/2010 
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